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FOREWORD

This standard establishes a data communications architecture and defines the protocol
services and Profile Requirement List (PRL) associated with protocols standards for open
systems communications within the National Airspace System (NAS).. PRL's have been
included in the Ground to Ground (G-G) Router/User IRD and the purpose is to be
specific concerning the protocols and their interactions between the interfacing systems,
this enhances the probability that the interfacing systems will correctly interoperate.

The architecture defined in this standard is based on the seven layer, Open Systems
Interconnection (OSI) Basic Reference Model, as described in the International
Organization for Standardization (ISO) document 7498-1.

The NAS will consist of various types of processors and communications networks
procured from a variety of vendors. A well- defined data communications architecture is
required to ensure interoperability between NAS open end systems. Additional
operational requirements are contained in section 6 of this document.

This standard includes definitions in section 6.1.
This Standard also provides Protocol Implementation Conformance Statement (PICS)

Proforma / Profile Requirements List (PRL) for the applicable ISO standards in the
Appendices
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1. SCOPE

1.1 Scope. This standard specifies a minimal set of protocol and service requirements for
the National Airspace System (NAS). The minimum set defined herein may exceed the
minimal requirements for a particular end-system, but is necessary to facilitate
interoperability. Additional protocols, and services and Profile Requirement List
(PRL)/Protocol Implementation Conformance Statement (PICS) are added to insure
conformance and interoperability between end systems, intermedia and subsystems. may
be implemented for interfacing NAS open end systems by mutual agreement.
Requirements for NAS open end system connectivity to the Aeronautical
Telecommunication Network (ATN) are contained in the International Civil Aviation
Organization (ICAO)/ ATN Manual.

The communications architecture and protocols described herein is intended to be used
by Federal Aviation Administration (FAA) in the development of interface requirements
as part of the design, procurement, and overall data communications planning of the
NAS.

Additional information for open end systems, services and options can be obtained from
NAS Open System Architecture and Protocol Users Guide.

1.2 Purpose. The purpose of this standard is to establish a communications architecture
for the modernization of NAS data communication systems. This standard also facilitates
a migration for the implementation of OSI standards [ISO, International Telegraph and
Telephone Consultative Committee (CCITT), has become International
Telecommunication Union-Telecommunication (ITU-T), as of February 1993. American
National Standards Institute (ANSI)] for existing NAS end-systems. It also facilitates
interoperability of these systems. The communications architecture defined in this
standard will incorporate FAA-developed standards, which are OSI compliant, where
international/national standards are not available or feasible in meeting NAS-specific data
communications requirements.

2. APPLICABLE DOCUMENTS

2.1 Government Documents. The following documents form a part of this standard to
the extent specified herein. In the event of conflict between the documents referenced
herein and the contents of this standard, the contents of this standard shall be considered
the superseding requirement.

FAA Standards.
FAA-STD-042a: 1994 National Airspace System (NAS) Open Systems
Interconnection

(OSI) Naming and Addressing
FAA-STD-043a: 1994 National Airspace System (NAS) Open Systems
Interconnection

(OSI) Priority.



FAA-STD-044: 1992
Interconnection
FAA-STD-045: 1994
Interconnection
mechanism.
FAA-STD-047: 1993
Interconnection
FAA-STD-048: 1995
Interconnection
FAA-STD-049: 1994

Telecommunication

Federal Standards.

FED-STD-1020A: 1981
Digital Interface

FAA-STD-1020A: 1981
Digital Interface

FED-STD-1030A: 1981
Digital Interface

*FED-STD-1032
Terminal

FIPS PUB 107: 1984

with Collision

Specifications and

*FIPS PUB 146-1
* (GOSIP),

FIPS PUB 154 1988

Terminating

(0S1I)

National Airspace System (NAS) Open Systems
Directory Services.
National Airspace System (NAS) Open System

(0S1I)

(0S1I)

security Architecture Protocols and

National Airspace System (NAS) Open System
Conformance Testing.
National Airspace System (NAS) Open System

(0S1I)

National Airspace System
Interconnection

Interoperability Testing.

(NAS) Open System

(OSI) Fiber Optic

Systems and equipment.

Electrical
Circuits.
Electrical
Circuits
Electrical
Circuits.
High Speed

*Equipment

Characteristics of

Balanced Voltage

Characteristics of Balanced Voltage

Characteristics of Unbalanced Voltage

25-position Interface for Data

and Data Circuit-Terminating Equipment

BaseboardBaseband Carrier Sense Multiple Access

Detection Access Method and Physical Layer

Link Layer

Government

Version 2.0

High Speed

Protocol.

Open Systems Interconnection Profile

25-position Interface for Data

Equipment and Data Circuit-Terminating Equipment.



National Institute of Standards and Technology.

NIST SP-500-206: 1993 Stable Implementation Agreements for 0OSI
Protocols, Version 6,
Addition 1.

2.2 Non-Government Documents.

Electronic Industries Association (EIA) / Telecommunications Industries
Association (TTA).

EIA-232D/E: 1991 Interface Between Data Terminal Equipment and
Data Circuit-Terminating Equipment Employing
Serial Binary
Data Interchange.

EIA-530: 1987 High Speed 25-position Interface for Data
Terminal Equipment
and Data Circuit-Terminating Equipment.

RS-232C: 1981 Interface Between Data Terminal Equipment and
Data Circuit-

Terminating Equipment Employing Serial Binary
Data Interchange.

RS-422A: 1978 Electrical Characteristics of Balanced Voltage
Digital Interface

Circuits.
RS-423A: 1978 Electrical Characteristics of Unbalanced Voltage
Digital Interface

Circuits.

International Civil Aviation Organization (ICAO).

ICAO ATN Manual: 1993 Manual of the Aeronautical Telecommunication
Network, Second
Edition.

International Telecommunications Union - Telecommunication (ITU-
T) /International

Telegraph and Telephone Consultative Committee (CCITT).
CCITT V.24m: 1980 List of Definitions for Interchange Circuits

Between Data
Terminal Equipment and Data Circuit-Terminating

Equipment.
CCITT V.28: 1980 Electrical Characteristics for Unbalanced Double-
Current
Interchange Circuits.
CCITT V.32A: 1984 Family of 2-wire, Duplex Modems Operating at Data

signaling



Switched

Circuits.

CCITT V.35:
60-108 Khz

1980

CCITT X.21 bis: 1984
Equipment
Synchronous V-

CCITT X.25: 1984

and Data

Operating

CCITT X.29: 1984
Information and User
Facility

CCITT X.32: 1984

and Data

Operating

Public Data

Network or a

Rates of Up to 9600 Bit/s for use on the General

Telephone Network and on Leased Telephone-Type

Data Transmission at 48 Kilobits Per Second Using
Group Band Circuits.

Use on Public Data Networks of Data Terminal

(DTE) Which is Designed for Interfacing to
Series Modems.

Interface Between Data Terminal Equipment

(DTE)

Circuit-Terminating Egquipment (DCE) for Terminals
in the Packet Mode on Public Data Networks.

Procedures for the Exchange of Control

Data Between a Packet Assembly/Disassembly (PAD)
and a Packet Mode DTE. or Another PAD.
Interface Between Data Terminal Equipment (DTE)

Circuit-Terminating Equipment (DCE) for Terminals
in Packet-Mode and Accessing a Packet Switched
Network through a Public Switched Telephone

Circuit Switched Public Data Network.

International Organization for Standardization (ISO).

ISO 2110:
Pin Data

1989

Terminating

Number

ISO 2593:
Equipment

1993
(DTE)

Interface
ISO 3309: 1992
Communication - High-

Structure, 3rd

Information Technology - Data Communication - 25-

Terminal Equipment (DTE) and Data Circuit -

Equipment (DCE) Interface Connector and Contact

Assignments, 3rd Edition.
Data Communication - 34-Pin Data Terminal
and Data Circuit-Terminating Equipment (DCE)
Connector and Pin Assignments, 2nd Edition.
Information Processing Systems - Data

level Data Link Control Procedures - Frame



ISO 4335: 1993
Communication - High-

Elements

ISO 7478: 1987
Communication -

ISO 7498-1: 1984
Interconnection

*ISO/IEC 7498-2:1989
*Interconnection

ISO/IEC 7498-3:
Interconnection

1989
Addressing, 1lst

ISO/IEC 7498-4:
Interconnection

1989
1st

Framework,

ISO 7776: 1987
Communication - High-

Description of the X.25

Version 1.

ISO 7776: 1992/DAM 1
Communication - High-

of the X.25

Amendment 1:

ISO 7809: 1993
Communication - High-

Edition.
Information Processing Systems - Data

Level Data Link Control (HDLC) Consolidation of

Procedures, 3rd Edition.

Information Processing Systems - Data

Multilink Procedures, 1lst Edition.

Information Processing Systems - Open Systems

- Part 1: Basic Reference Model, 1lst Edition.

*Information Processing Systems - Open Systems

- Basic Reference Model - Part 2:

*Architecture, 1lst Edition

Security

Information Processing Systems - Open Systems
- Basic Reference Model - Part 3: Naaming and
Edition.

Information Processing Systems - Open Systems

- Basic Reference Model - Part 4: Management
Edition.
Information Processing Systems - Data

Level Data Link Control Procedures -

LAPB - Compatible DTE Data Link Procedures,

Information Processing Systems - Data

Level Data Link Control Procedures - Description
LAPB - Compatible DTE Data Link Procedures,
Conformance Requirements.

Data

Information Processing Systems -

Level Data Link Control Procedures -

Consolidation of Classes

ISO 8072: 1986
Interconnection -

of Procedures, 1lst Edition.

Information Processing Systems - Open System

Transport Service Definition, 1lst Edition.



ISO/IEC 8073: 1988
Interconnection
Specification, 2nd
ISO/IEC 8073: 1988/
Interconnection
AD2: 1989
Specification -
Connectionless
ISO/IEC 8073: 1988
Systems
Implementation
ISO/IEC 8208: 1990
Communications - X.25
Equipment, 2nd
ISO/IEC 8208: 1990

Communications X.25
Am 3:

ISO 8326:1987
Interconnection

Definition, 1st

ISO 8326/DAD2:
Interconnection

1988

Definition -

ISO 8327: 1987
Interconnection

Specification, 1st

ISO 8327/DAD2:
Interconnection

1988

Specification -

Information Processing Systems - Open Systems
- Connection Oriented Transport Protocol
Edition.

Information Processing Systems - Open Systems
- Connection Oriented Transport Protocol
Addendum 2: Class Four Operation Over

Network Service.

1991 Open

Information Processing Systems - Am 3:

Interconnection - Connection Transport
Protocol Specification - Amendment 3: Protocol

Conformance Statement (PICS) Proforma.
Information Processing Systems - Data
Packet Level Protocol for Data Terminal
Edition.

Information Processing Systems - Data
Packet Level Protocol For Data Terminal Equipment
Conformance requirement.

Information Processing Systems - Open Systems
Basic Connection Oriented Session Service
Edition

Information Processing Systems - Open Systems

- Basic Connection Oriented Session Service

Addendum 2: Incorporation of Unlimited User
Data,. June 1988

Information Processing Systems - Open Systems
- Basic Connection Oriented Session Protocol
Edition.

Information Processing Systems -

Open Systems

- Basic Connection Oriented Session Protocol



Systems -
l1st Edition.

ISO 8348: 1993

Addendum 2: Incorporation of Unlimited User Data.

Data Communications - Network Service Definition,

Information Processing Systems - Data

Communications - Network

Mode

ISO 8348: 1987
Communications -
Layer Addressing.

ISO 8473: 1988
Communications -

Network Service
ISO 8473: 1988/
Communications -
AD3: 1989

Network Service -
Assumed by

Data Link Service,
ISO 8473-1: 1994
Communications -
Network

ISO 8473-2: 1994
Communications -
Network

Service by an

ISO 8473-3: 1994
Communications -
Network

Service by

ISO 8571-1: 1988
Interconnection

Service Definition - Addendum 1: Connectionless
Transmission.
Information Processing Systems - AD2:1988 Data

Network Service Definition - Addendum 2: Network

Information Processing Systems - Data

Protocol for Providing the Connectionless-Mmode
(CLNS), 1st Edition.

Information Processing Systems - Data

Protocol for Providing the Connectionless-Mode
Addendum 3: Provision of the Underlying Service
ISO 8473 over Subnetworks which Provide the OSI
1st Edition.

Information Processing Systems - Data

Protocol for Providing the Connectionless-Mmode
Service: Protocol Specification.

Information Processing Systems - Data

- Protocol for Providing the Connectionless-Mode
Service - Part 2: Provision of the Underlying
ISO/IEC 8802 Subnetwork.

Information Processing Systems - Data

Protocol for Providing the Connectionless-Mode
Service - Part 3: Provision of the Underlying
X.25 Subnetwork.

Information Processing Systems - Open Systems



1: General

ISO 8571-2: 1988
Interconnection
2: Virtual

ISO 8571-3: 1988
Interconnection
3: File Service
ISO 8571-4: 1988
Interconnection
4: File Protocol
ISO 8571-5: 1990
Interconnection
Protocol

ISO 8602: 1987
Interconnection
Transport

ISO 8648: 1988
Interconnection
Edition.

ISO 8649: 1988
Interconnection

Service Element,
ISO 8650: 1988

Interconnection
Control Service
ISO DIS 8650-2:
Interconnection
Control Service

Conformance

1992

- File Transfer, Access, and Management - Part

Introduction, 1lst Edition.

Information Processing Systems - Open Systems

- File Transfer, Access, and Management - Part

Filestore Definition, 1st Edition.

Information Processing Systems - Open Systems

- File Transfer, Access, and Management - Part

Definition, 1lst Edition.

Information Processing Systems - Open Systems

- File Transfer, Access, and Management - Part
Specification, 1st Edition.

Information Processing Systems - Open Systems

- File Transfer, Access, and Management - Part 5:

Implementation Conformance Statement Proforma.
Information Processing Systems - Open Systems

- Protocol for Providing the Connectionless-mmode
Service, 1lst Edition.

Information Processing Systems - Open Systems

- Internal Organization of the Network Layer, lst

Information Processing Systems - Open Systems

- Service Definition for the Association Control
lst Edition.

Information Processing Systems - Open Systems

- Protocol Specification for the Association
Element, 1lst Edition.

Information Processing Systems - Open Systems
- Protocol Specification for the Association
Part 2:

Element - Protocol Implementation



Statement (PICS) Proforma. (PICS)

ISO/IEC 8802-2: 1990 Information Processing Systems - Local Area
Networks - Part 2:
Logical Link Control, 1lst Edition.

ISO/IEC 8802-3: 19903 Information Processing Systems - Local Area
Networks - Part 3:

Carrier Sense Multiple Access with Collision
Detection

(CSMA/CD) Access Method and Physical Layer
Specifications,

2nd Edition.

ISO/IEC 8802-4: 1990 Information Processing Systems - Local Area
Networks - Part 4:

Token-Passing Bus Access Method and Physical
Layer

Specifications, 1lst Edition.

ISO/IEC 8802-5: 1990 Information Processing Systems -Local Area
Networks - Part 5:

Token Ring Access Method and Physical Layer
Specification, 1lst

Edition.

ISO 8822: 1988 Information Processing Systems - Open Systems
Interconnection

- Connection Oriented Presentation Service
Definition, 1st

Edition.

ISO 8823: 1988 Information Processing Systems - Open Systems
Interconnection

- Connection Oriented Presentation Protocol
Specification, 1st

Edition.

ISO DIS 8823-2: 1992 Information Processing Systems - Open Systems
Interconnection
- Connection Oriented Presentation Protocol

Specification - Part

2: Protocol Implementation Conformance Statement
(PICS)

Proforma. (PICS)
ISO 8824: 198790 Information Processing Systems - Open Systems
Interconnection

- Specification of Abstract Syntax Notation One
(ASN.1), 1st
Edition.

ISO 8825: 198790 Information Processing Systems - Open Systems
Interconnection

- Specification of Basic Encoding Rules for
Abstract Syntax

Notation One (ASN.1l), 1st Edition.



ISO 8878: 198792 Information Processing Systems - Data
Communications - Use of

X.25 to Provide the OSI Connection-mode Network
Service

(CONS), 1st Edition.

ISO 8880-1: 1988 Information Processing Systems - Protocol
Combinations to

Provide and Support the OSI Network Service -
Part 1: General

Principles, 1lst Edition.

ISO 8880-2: 198892 Information Processing Systems - Protocol
Combinations to

Provide and Support the OSI Network Service -
Part 2: Provision

and Support of the Connection-Mode Network
Service, 1st

Edition.

ISO 8880-3: 1988 Information Processing Systems - Protocol
Combinations to

Provide and Support the OSI Network Service -
Part 3: Provision

and Support of the Connectionless-Mode Network
Service, 1lst

Edition.

ISO/IEC 8886: 1992 Information Processing Systems - Data
Communication - Data Link

Service Definition for Open Systems
Interconnection, . April 1992

ISO 9040: 1990 Information Processing Systems - Open Systems
Interconnection

- Virtual Terminal Basic Class Service, 1lst
Edition.
ISO 9041-1: 1990 Information Processing Systems - Open Systems
Interconnection

- Virtual Terminal Basic Class Protocol - Part 1:
Specification.
ISO 9072-1: 1989 Information Processing Systems - Text
Communication - Remote

Operations - Part 1: Model, Notation and Service
Definition, 1st

Edition.
ISO 9072-2: 1989 Information Processing Systems - Text
Communication - Remote

Operations - Part 2: Protocol Specification, 1lst
Edition.
ISO 9314-1: 1989 Information Processing Systems - Fibreer

Distributed Data



Interface (FDDI) - Part 1: Physical Layer

Protocol (PHY), 1st Edition.

ISO 9542: 1988
Telecommunications and

to

Use in

Connectionless-

ISO 9542: 1994

Telecommunications and

to

Use in

Connectionless-

ISO 9545: 1989

Information Processing Systems -

Information Exchange Between Systems - End System
Intermediate System Routing Exchange Protocol for
Conjunction with the Protocol for Providing the
mode Network Service.

Information Processing Systems -

Information Exchange Between Systems - End System
Intermediate System Routing Exchange Protocol for
Conjunction with the Protocol for Providing the
Mode Network Service.

Information Technology - Open System

Interconnection - Application

ISO/IEC 10021-1: 1990
Message

System and Service
ISO/IEC 10021-2: 1990
Message

Overall Architecture.

ISO/IEC 10021-3: 1990
Message

Abstract Service
ISO/IEC 10021-4: 1990
Message

Message Transfer
Procedures.

ISO/IEC 10021-5: 1990
Message

Message Store:

Layer Structure, 1lst Edition.

Information Processing - Text Communication -
Oriented Text Interchange System - Part 1:
Overview.

Information Processing - Text Communication -
Oriented Text Interchange System - Part 2:
Information Processing - Text Communication -

Oriented Text Interchange System - Part 3:
Definition Conventions.

Information Processing - Text Communication -
Oriented Text Interchange System - Part 4:

System: Abstract Service Definition and

Information Processing - Text Communication -
Oriented Text Interchange System - Part 5:

Abstract Service Definition.



ISO/IEC 10021-6: 1990
Message

Protocol

ISO/IEC 10021-7: 1990
Message

Interpersonal

ISO/IEC 10026-1: 1992
Interconnection
Model.

ISO/IEC 10026-2: 1992
Interconnection

Service Definition.

ISO/IEC 10026-3: 1992
Interconnection

Protocol

ISO/IEC 10589: 1992
Information

(IS) to IS -
Protocol for uUse in
Service.

ISO/IEC 10747: 1993
Telecommunications and

Exchange of

Intermediate Systems

2.3 Other Publications

Information Processing - Text Communication -
Oriented Text Interchange System - Part 6:
Specifications.

Information Processing - Text Communication -
Oriented Text Interchange System - Part 7:
Messaging System.

Information Processing Systems - Open Systems

- Distributed Transaction Processing - Part 1:

Information Processing Systems - Open Systems

- Distributed Transaction Processing - Part 2:

Information Processing Systems - Open Systems

- Distributed Transaction Processing - Part 3:
Specification.

Information Technology - Telecommunication and
Exchange bBetween Systems - Intermediate System
Intra-Domain Routing Information Exchange

Conjunction with the Connectionless-mode Network

Information Processing Systems -
Information Exchange bBetween Systems - Protocol
Inter-Domain Routing Information aAmong

to Support Forwarding of ISO 8473 PDUs.

NAS-Open System Architecture and Protocols and Protocols Users Guide: November

1994

3. REQUIREMENTS

3.1 General. This standard evolved from a requirement to provide a standard data
communications architecture and protocols to facilitate the interconnection and



interoperability of NAS open end systems. NAS-SS-1000, Volume IV, paragraph 3.1.4.1,
states that all interfaces shall conform to the ISO Basic Reference Model (ISO 7498-1).
In addition, this standard supports convergence of FAA interfaces with OSI interface
profiles to the extent compatible with specific FAA Mission elements, including the FAA
primary mission to provide for " ...safe and efficient air traffic control...".

The implementation of an OSI architecture is specified as a general requirement, together
with the use of appropriate [SO/CCITTITU/Institute of Electrical and Electronics
Engineers (IEEE) and FAA-unique protocols for providing a set of standardized services.
The protocol implementation requirements defined in this document are based on the
Government Open Systems Interconnection Profile (GOSIP), FIPS PUB 146-1, and the
Stable Implementation Agreements for OSI Protocols, NIST SP-500-206.

3.1.1 Acronyms and Abbreviations.

The following are definitions of acronyms and abbreviations used in this standard.

AC Alter Context

ACA Alter Context Acknowledge

ACSE Association Control Service Element

AD Addendum

AK Acknowledgment

ALPS Application Layer Protocol Standard
ALPSP Application Layer Protocol Specification
ALS Application Layer Structure

Am Amendment

ANSI American National Standards Institute
AP Application Process

APDU Application Protocol Data Unit

ARP Abnormal Release Provider

ARU Abnormal Release User

ASD Abstract Service Definition

ASDC Abstract Service Definition Conversion
ASE Application Service Element

ASN Abstract Syntax Notation



ATN Aeronautical Telecommunication Network

BA Balanced Asynchronous

BER Basic Encoding Rules

BIS Boundary Intermediate System

CCITT International Telegraph and Telephone Consultative
Committee

CLNS Connectionless-mode Network Service

CLNPF Connectionless Network Protocol Function

CLTS Connectionless Transport Service

CO Control Object

CONS Connection-Oriented Network Service

COPSD Connection Oriented Presentation Services Document
COTS Connection- oriented Transport Service

CP Connect Presentation

CPA Connect Presentation Accept

CPR Connect Presentation Reject

CR Connection Request

CRC Cyclic Redundancy Check

CSMA/CD Carrier Sense Multiple Access/Collision Detection
CSNP Complete Sequence Numbers Protocol Data Unit
D-Bit Delivery Confirmation Bit

DAD Draft Addendum

DC Disconnected Confirm

DCE Data Circuit-terminating Equipment

DIS Draft International Standard

DISC Disconnected

DLP Data Link Protocol

DLPSP Data Link Protocol Specification

DM Disconnected Mode



DO Display Object

DR Disconnected Request

DT Data

DTE Data Terminal Equipment

DTP Distributed Transaction Processing

ED Expedited Data

EIA Electronics Industries Association

ER Error Report

ERP Echo Reply

ERQ Echo Request

ES End-System

ES-IS RP End System to Intermediate System Routing Protocol
FAA Federal Aviation Administration

FALP Function of Application Layer Protocols
FADU File Access Data Unit

FDDI Fiber Distributed Data Interface

FDLP Function Data Link Protocols

FED Federal

FIB Forwarding Information Base

FIPS Federal Information Processing Standards
FNLP Function Network Layer Protocol

FPS File Protocol Specification

FPLP Function of Presentation Layer Protocol
FPLPS Function of Physical Layer Protocol Standards
FRMR Frame Reject

FSLP Function of Session Layer Protocol

FSD File Service Definition

FTAM File Transfer Access and Management

FTLP Function of Transport Layer Protocol



GFI General Format Identifier

HDLC High-level Data Link Control

I-frame Information Frame

ICD Interface Control Document

ICAO International Civil Aviation Organization
IDRP Inter-Domain Routing Protocol

IEC International Electrotechnical Commission
IEEE Institute of Electrical and Electronics Engineers
IMS Interpersonal Messaging System

IONL Internal Organization of the Network Layer
IPS Information Processing Systems

IRD Interface Requirements Document

IS Intermediate System

IS-IS Intermediate System to Intermediate System
IS0 International Organization for Standardization
kbps kilo bits per second

kHz kilo hertz

L1 Level 1

L2 Level 2

LAN Local Area Network

LAPB Link Access Procedure Balanced

LCI Logical Channel Identifier

LCN Local Communications Network

LLC Logical Link Control

LL Local Loopback

LL Lower Layer

LSP Link State Protocol Data Unit

MAC Media Access Control



Max
M-bit
Mbps
MHS
MLP
MOTIS
MSN
MTS
NA
NADIN
NAS
NBS
NCM
NIST
NIU

NLPS

OSI

OSTI CIT
OSI DS

OSI NM

OSI S

OSI P

Maximum

More data bit

Megabits per second

Message Handling Service

Multilink Procedure

Message Oriented Test Interchange System
Message Switched Network

Message Transfer System

Naming and Addressing

National Airspace Data Interchange Network
National Airspace System

National Bureau of Standards

Network Connection Management

National Institute of Standards and Technology
Network Interface Unit

Network Layer Protocol Standards

Network Layer Protocol Specification
Network Packet Data Unit

Receive Sequence Number

Normal Response Mode

Send Sequence Number

Network Service Access Point

Overall Architecture

Open Systems Interconnection

OSI Conformance and Interoperability Test
OSI Directory Service

OSI Network Management

OSI Security

OSI Priority



OUF Optional Users Facilities

PAD Packet Assembler/Disassembler

PDU Protocol Data Unit

PDN Public Data Network

PHY Physical

PICS Protocol Implementation Conformance Statement
PLSP Physical Layer Specification

PLPS Presentation Layer Protocol Standard
PLPSP Presentation Layer Protocol Specification
PPDU Presentation Protocol Data Unit

P (R) Packet Receive Sequence Number

PRL Profile Requirements List

PRP Provision for Routing Protocols

PS Protocol Specification

P(S) Packet Send Sequence Number

PSN Packet Switch Network

PSNPDU Partial Sequence Numbers Protocol Data Unit
PSTN Packet Switch Telephone Network

PTI Packet Type Identifier

PUB Publication

PUS Provision of the Underlying Service

PVC Permanent Virtual Circuit

QO-bit Qualifier bit

REJ Reject

RI Ring Indicator

RIB Routing Information Base

RL Remote Loopback

ROSE Remote Operation Service Element



RP
RPOA
RR

RS

RS

RSA
S—-ACTD
S—-ACTE
S-ACTI
S—-ACTR

S-ACTS

S-GT-reqg
S-mode
S-PER
S-REL-req
S-REL-rsp
S-SYNM
S-UER
SABM
SABME
SIRP

SLPS
SLPSP

SN

SNCR
SNDCF
SNPA

SSO

Routing Protocol

Registered Private Operating Agency

Receive Ready

Recommended Standard

Resynchronize

Resynchronize Acknowledge

S-ACTIVITY-

S-ACTIVITY-

S-ACTIVITY-

S-ACTIVITY-

S-ACTIVITY-

DISCARD

END

INTERRUPT

RESUME

START

S—-CONTROL-GIVE

S-TOKEN-GIVE request

Synchronous Mode

S-P-Exemption report

S-Release-

S-Release-

Request

Response

S-Sync-Major

S-U-Exemption report

Set Asynchronous Balanced Mode

Set Asynchronous Balanced Mode Extended

System Inter-Domain Routing Protocol

Session Layer Protocol Standard

Session Layer Protocol Specification

Subnetwork
Subnetwork
Subnetwork
Subnetwork

System and

Connection Reference
Dependent Convergence Function
Point of Attachment

Services Overview



STD Standard

TIA Telecommunication Industries Association
TLPS Transport Layer Protocol Standard
TLPSP Transport Layer Protocol Specification
™ Test Mode

™ Trade Mark

TP Transaction Processing

TPBA Token Passing Bus Access

TPDU Transport Protocol Data Unit

TSAP Transport Service Access Point

PTD Presentation Typed Data

UA Unnumbered Acknowledgment

Y Volts

vC Virtual Call

VS Virtual Call Service

VT Virtual Terminal

VTE Virtual Terminal Environmental

WAN Wide Area Network

3.2 NAS Open System Profile. The NAS open systems data communications architecture
shall be compliant with the OSI Basic Reference Model shown in Figure 1. The reference
model can be divided into two groups of layers; upper layers and lower layers.

The first four OSI layers form the "lower layers' of the ISO/OSI model. These
provide the end-to-end services responsible for data transfer. The remaining three
OSI layers form the "upper layers' of the ISO/OSI model. These provide the
application services responsible for information transfer. The NAS open end
systems profile defines the services and protocols selected for use at each layer.

The reference model can be divided into two groups of layers; upper layers and
lower layers. Figures 2, 3, and 4 show the protocol architecture to be used for NAS
open end system communicating via the Wide Area Networks (WAN) (i.e., the
NADIN PSN), Advanced Automation System (AAS) Local Communications
Network (LCN), and Local Area Networks (LAN). Figures 5, 6, 7, 8, and 9 show the
protocol architecture for NAS routers to be used when enabling communications



between open end system on separate subnetworks. The technical characteristics of
each protocol standard and service definition are defined herein. Requirements for
NAS open end system connectivity to the Aeronautical Telecommunication Network
(ATN) are contained in the International Civil Aviation Organization (ICAQ) ATN
Manual.

3.2.1 Upper-Layers. Layers 5, 6, and 7 (Session, Presentation, and Application) of
the OSI Reference Model are responsible for the protocols necessary to allow two
dissimilar systems to understand each other and communicate. This section

describes the protocols selected for the implementation of the OSI upper-layers in

the NAS.
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Figure 1: NASI Protocols Architecture
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Figure 2: Standard Protocols for NAS Open Systems Communicating via Wide
Area Networks (e.g., NADIN PSN)
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Figure 3: Standard Protocols for NAS Open Systems Communicating via LAN's
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Figure 4: Standard Protocols for Communicating Between NAS open end systems
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3.2.1.1 Application Layer Protocol Standards (ALPS). This section describes the
Application Layer protocols selected for use by NAS open end systems.

3.2.1.1.1 Function of Application Layer Protocols (FALP).. The Application Layer
allows for functions and services required by particular user-designed application
processes. Functions satisfying particular user requirements are contained in this
layer. Representation and transfer of information necessary to communicate
between applications are the responsibility of the lower layers. The Application
Layer functions are provided by Application Service Elements (ASE). ISO 9545,
Application Layer Structure, defines the nature of ASEs, the relationships among
them, and the architectural framework in which individual OSI- Compliant
Application Layer protocols are developed.

3.2.1.1.2 Application Layer Protocol Specification (ALPSP). NAS open end systems
will use common Application Service Elements (ASE) to provide application layer
services common to users applications. These ASEs include Association Control
Service Element (ACSE) and Remote Operations Service Element (ROSE). NAS
open end systems may select from several specific ASEs to satisfy particular open
end system requirements. These ASEs include File Transfer, Access, and
Management (FTAM), Message Handling System (MHS), Transaction Processing
(TP), and Virtual Terminal (VT).



3.2.1.1.2.1 Association Control Service Element (ACSE). All NAS open end systems
shall implement the service of ACSE as defined in ISO 8649 and the protocol as
defined in ISO 8650 and ISO DIS. 8650-2.
The ACSE has two classes of service: Class 1 and Class 2. Class 1 consists of
association control and information transfer facilities for operation in a known
context. Class 2 consists of all Class 1 service elements, plus the mandatory service
elements of the context management facility. The ACSE facilities are specified as
follows:

(a) The association control facility is provided to initiate, maintain, and

release an association between two application entities. It provides

service elements to originate a new application association, including
defining the application context and initiating a presentation connection.

(b) The information transfer facility is a set of application service

elements that transfer information between associated application entities.

(c¢) The context management facility negotiates the sets of service elements to
be used during the lifetime of the application association and allows

switching between agreed contexts.

NAS open end systems shall implement the association control and

information transfer facilities at a minimum. They shall support Class 1 or 2 as
required.

3.2.1.1.2.1.1 Profile Requirement List (PRL) for (ACSE). All NAS open end

systems implementing ISO DIS 8650-2 shall conform to PRL as defined in Appendix
A.

3.2.1.1.2.2 Remote Operations Service Element (ROSE). ROSE, which is used in

conjunction with other ASEs, defines the services and notations necessary to



support interactive applications between distributed processing systems. NAS

open end system shall implement ROSE in accordance with ISO 9072-1, ISO 9072-2,
and the NIST Stable Implementation Agreements for Open Systems Interconnection
Protocols.

3.2.1.1.2.3 File Transfer, Access, and Management (FTAM). NAS file transfer

applications between open end systems shall use FTAM. NAS open end system
FTAM

implementations shall be in accordance with ISO 8571-1, ISO 8571-2, ISO 8581-3,
ISO 8571-4, ISO 8571-5 and the NIST Stable Implementation Agreements for Open
Systems Interconnection Protocols.

3.2.1.1.2.3.1 Profile Requirement List (PRL) for (FTAM). All NAS open end
systems implementing ISO 8571-5 shall confirm to PRL as defined in Appendix B.
3.2.1.1.2.4 Message Handling System (MHS). NAS electronic mail applications

between open end systems shall use MHS. NAS open end system MHS
implementations

shall be in accordance with ISO 10021-1, 10021-2, 10021-3, 10021-4, 10021-5,

10021-6, 10021-7, and the NIST Stable Implementation Agreements for Open
Systems

Interconnection Protocols.

3.2.1.1.2.5 Transaction Processing (TP). NAS open end system applications
requiring interactive update of files, in which results are generated

immediately after data entry, shall use TP. NAS open end system TP
implementations shall be in accordance with ISO 10026-1, ISO 10026-2, 10026-3
and the NIST Stable Implementation Agreements for Open Systems Interconnection

Protocols.



3.2.1.1.2.6 Virtual Terminal (VT). NAS open end system applications requiring
simple line at a time or character at a time dialogue shall use VT. NAS open end
system VT implementations shall be in accordance with ISO 9040, ISO 9041-1, and
the NIST Stable Implementation Agreements for Open Systems Interconnection
Protocols.

3.2.1.2 Presentation Layer Protocol Standards (PLPS). This section describes
the Presentation Layer protocols selected for use by NAS open end systems.
3.2.1.2.1 Function of Presentation Layer Protocols (FPLP). The Presentation
Layer provides services that determine how all data exchanged by its users

(i.e., by application entities) will be represented while in transit across the
network. A common meaning is provided through the use of a common transfer
syntax between different end-systems. This common syntax is used to represent
information including character codes, data types, and file formats.

The Presentation Layer protocol acts as an arbitrator, negotiating a common
transfer syntax to be used for the representation of information that the
application processes will exchange.

Presentation Layer services include the management of data entry, exchange,
display, and representation between application entities. The mmeaning
(semantics) of the data is maintained, while the format and language differences
(syntax) are resolved.

The connection-oriented presentation service is defined in ISO 8822. The
connection-oriented presentation protocol specification is defined by ISO 8823

and consists of two functional units: kernel and context management.



The kernel is mandatory and is always available for service. It supports the
presentation connection and the transfer of data. It also negotiates for the use

of one or more transfer syntax'ssyntaxes. Transfer syntax'ssyntaxes may make use
of data compression techniques such as run-length encoding.

Context management is an optional service and is negotiable at the time of
connection. It allows presentation contexts to be added or deleted during the
lifetime of a presentation connection. All new presentation contexts are added

to a defined context set.

3.2.1.2.2 Presentation Layer Protocol Specification. (PLPSP ). NAS open end
systems shall implement the connection-oriented presentation service as defined
in ISO 8822 and the connection-oriented presentation protocol as defined in ISO

8823 and ISO DIS 8823-2. At a minimum, NAS open end systems shall implement
the

presentation kernel. Context management is optional, and shall be used only if
needed by particular interfaces.

The Application Layer defines the syntax of messages by using a formal
description language called Abstract Syntax Notation One (ASN.1). The abstract
syntax used by NAS open end- systems shall be in accordance with ISO 8824
(ASN.1). The transfer syntax'ssyntaxes used by NAS open end systems shall be
encoded in accordance with ISO 8825 (Basic Encoding Rules for ASN.1). These
rules include coding rules for integers, floating point, octet strings, time

data, etc. The minimum transfer syntax shall be OCTET STRING, primitive
encoding, with pre-agreed upon syntax. Other transfer syntax'ssyntaxes may be

defined at a later date for special purposes.



3.2.1.2.2.1 Profile Requirement List (PRL) for (PLPSP). All NAS open end
systems implementing ISO DIS 8823-2 shall confirm to PRL as defined in Appendix
C.
3.2.1.2.3 Session Layer Protocol Standards (SLPS). This section describes the
Session Layer protocols selected for use by NAS open systems.
3.2.1.2.3.1 Function of Session Layer Protocols (FSLP). The Session Layer
allows cooperating application entities to organize and synchronize conversation
and to manage data exchange. To transfer data, session connections use transport
connections. During a session between application entities, Session Layer
services are used to regulate dialogue by ensuring an orderly message exchange
on the session connection.
The structured aspects of session dialogue include protocols for turn to
talk, for how long to talk, and communications mode (i.e., full duplex or half
duplex). Additional functions are establishment of major and minor
synchronization points, mapping of names to addresses, reporting of error
conditions, and splitting of dialogue into logical activities that are managed
on a session basis.
The session service operates in one of three distinct phases:

(a) Connection Establishment Phase -- Cooperating users are identified and

the facilities (tokens) and parameters to be used during the session
are negotiated.

(b) Data Transfer Phase -- Normal and expedited classes of data exchange

are provided, supported by token management, session synchronization,



are exception reporting facilities.

(¢) Connection Release Phase -- Services are provided for orderly release,
user-initiated (presentation) abort, and provider (session) abort. The

latter two cases may result in the loss of some protocol data units.

3.2.1.2.3.2 Session Layer Protocol Specification (SLPSP). NAS open end

systems shall implement the connection-oriented session service as defined in

ISO 8326 and the connection-oriented session protocol specification as defined

in ISO 8327. The Session Version 2 (Unlimited User Data) shall be supported in
accordance with ISO 8326/DAD2 and ISO 8327/DAD2. The session protocol consists
of a kernel, and 11 other functional units. These functional units may be used

in various combinations, depending on the required functions. The set of
functional units to be implemented is determined by the requirements of the
Application Layer protocol. At a minimum, NAS open end systems shall implement
the kernel and full-duplex functional units. Certain applications may require

the implementation of additional functional units.

3.2.2 Lower-layers (LL). Layers 1, 2, and 3 of the OSI Reference Model

(Physical, Data Link, and Network) are responsible for the data communication
protocols used to interface the data communications network with the
communicating NAS end-system processors. Layer 4 of the OSI Reference Model
(Transport Layer), isolates the upper-layers from the detailed workings of the

lower-layers. This section describes the protocols selected for NAS open end



system implementation of the OSI lower-layers.

3.2.2.1 Transport Layer Protocol Standards (TLPS). This section describes the
Transport Layer protocols selected for use by NAS open end systems.

3.2.2.1.1 Function of Transport Layer Protocols (FTLP). The Transport Layer
provides reliable, transparent transfer of data between cooperating session
entities. The Transport Layer entities optimize the available network services

to provide the performance required by each session entity. Optimization is
constrained by the overall demands of concurrent session entities and by the
quality and capacity of the network services available to the Transport Layer
entities. Transport protocols regulate flow, detect and correct errors, and
multiplex data, on an end-to-end basis.

To provide a basis for deciding which Transport Layer protocol should be

used, three types of Network Layer connections have been defined regarding error
rates in relation to user requirements. Type A network connections have an
acceptable residual (unsignaled) error rate and an acceptable signaled error

rate. Type B network connections have an acceptable residual (unsignaled) error
rate and an unacceptable signaled error rate. Type C network connections have an
unacceptable residual (unsignaled) error rate. An important point is that
acceptability is determined relative to the needs of the applications, rather

than being an absolute measure.

3.2.2.1.2 Transport Layer Protocol Specification (TLPSP). There are two types

of Transport Layer services: Connection-Oriented and Connectionless. NAS open

end systems shall implement the Connection-Oriented Transport Service (COTS).



3.2.2.1.2.1 Connection-Oriented Transport Service (COTS). NAS open end
systems shall implement the connection oriented transport service as defined in
ISO 8072 and the protocol as defined in ISO 8073 and ISO 8073/AD2. The
connection-oriented protocol is divided into five classes (0 through 4):
(a) Class 0 - Simple Class -- This class is designed to be used with Type A
network connections. It is the simplest type of transport connection.

It provides neither error recovery nor multiplexing (e.g., systems with
a requirement for X.400 mail systems shall support Class 0).

(b) Class 1- Basic Error Recovery Class -- This class is designed to be
used with Type B network connections. It provides a basic transport
connection with minimal overhead. Recovery from network disconnect

or reset is included.

(¢) Class 2 - Multiplexing Class -- This class is designed to be used with
Type A network connections. It multiplexes several transport
connections onto a single network connection. There is no error
detection or recovery procedure. The transport connection is terminated

when an error is signaled from the Network Layer.

(d) Class 3 - Error Recovery and Multiplexing Class -- This class is
designed to be used with Type B network connections. It provides the
multiplexing capabilities of Class 2 with the error recovery capabilities

of Class 1.



(e) Class 4 - Error Detection and Recovery Class -- This class is designed to
be used with Type C network connections. It provides the
characteristics of Class 3, and the capability to detect and recover from
lost, duplicated, or out-of-sequence transport protocol data units
(TPDU). It also provides the optional detection of damaged TPDUs by
use of a checksum. It allows for increased throughput by permitting a

transport connection to use multiple network connections.

NAS open end systems shall implement ISO 8073 and ISO IEC 8073: Am3, Class 4,
and shall comply with the transport procedures stated in the Stable
Implementation Agreements for OSI protocols.

3.2.2.1.2.1.1 Profile Requirement List (PRL) for (COTS). All NAS open end
systems implementing ISO IEC 8073 :Am3 shall confirm to PRL as defined in
Appendix D.

3.2.2.1.2.2 Connectionless Transport Service (CLTS). Although ISO has defined

a connectionless (datagram) transport protocol (ISO 8602), there are currently

no NAS open end systems requirements specified for its use.

3.2.2.2 Network Layer Protocol Standards (NLPS). This section describes the
Network Layer protocols selected for use by NAS open systems.

3.2.2.2.1 Function of Network Layer Protocols (FNLP). The Network Layer
provides functions for the relaying and routing of information between OSI users
on end-systems which may or may not be connected by intermediate systems. End-

systems and intermediate systems provide the same Network Layer functions, with



the exception of relaying functions which are performed by intermediate systems
only. The Network Layer provides hop-by-hop network service enhancements, flow
control, and load leveling. Services provided by this layer are independent of

the distance separating interconnected networks. The Network Layer Internal
Organization of the Network Layer shall be structured in accordance with ISO
8648,. Internal Organization of the Network Layer.

Network Layer Organization: The Network Layer provides the network service
where many protocol reside, each performing a specific network function that
assists in routing the user data to the ES. The network service provides service

to the Transport Layer. Because of the complexity of these network functions ISO
deemed it necessary to develop a framework for organizing the various protocol
that reside in the Network Layer. This framework is referred to as the Internal
Organization of the Network Layer (IONL) and is defined in ISO 8648. (OSI Fig. 8
Show Internal Organization of the Network Layer).

The IONL defines three roles for Network Layer Protocols. The following
Protocols may be used to construct the OSI Network Services.

- Subnetwork Access Protocol (SNAcP)

- Subnetwok Dependent Convergence Protocol (SNDCP)

- Subnetwork Independent Convergence Protocol (SNICP)

A SNACcP provides communication between a network entity in the subnetwork and



a network entity in a network ES. An example of SNAcP is X.25 PLP or LAN such
as

a Token Ring network.

A SNDCP operates over the SNAcP. It provides a service mapping between a
specific SNAcF and a SNICP in absence of a direct interface. A SNDCP improves
the SNACcP service. It also manipulates the subnetwork service to relax the
provisions of the underlying capabilities required by an SNICP. For example, the
1980 version of the X.25 PLP provides a SNAcP.

A X.25 1984 SNDCP has been defined that operates over the 1980 X.25 SNACP to
increase the quality of the network service for X.25 1984 functionality. ISO

8473 specifies SNDCP, which provides the interface between Connectionless
Network Protocol (CLNP) to X.25 Packet Level Protocol (PLP)/ISO 8208 sub

networks or the interface between CLNP and ISO 8802-2 LAN subnetwork. ISO
8473

also specifies the interface between CLNP and ISO 7776 Link Access Procedure

Balanced (LAPB) or CCITT Q.921 Link Access Procedures on the D-channel
(LAPD)

protocol.

A SNICP provides the OSI Network Service over a set of underlying

capabilities that is independent of characteristics of any specific sub network
service. It provides connection- mode or connectionless-mode service to network
service users. For example, LAN, based subnetworks are inherently Connectionless
in operation but packet switch networks are typical connection oriented. When
connecting these two types of networks a convergence protocol is required that

hides the different modes of operation from the end users. The CLNP (ISO 8473)



provides. The ES to IS routing protocols also reside in this sub layer as they
operate independently of the underlying SNACP.

3.2.2.2.2 Network Layer Protocol Specification (NLPSP). NAS open systems
shall support the Connectionless-Mode Network Service (CLNS) and the

Connection-Oriented Network Service (CONS) as defined in ISO 8348, ISO
8348/AD1,

and ISO 8473. NAS open end systems communicating over packet switching
networks

(e.g., NADIN PSN) shall implement ISO 8208 as the subnetworksubnetwork access
protocol whether implementing CLNS or CONS. ISO 8208 will provide for direct
layer 3 connections between open end systems (DTE to DTE) as well as connections
through an intermediate system such as a packet switching network (DTE to DCE)
Intermediate systems shall implement CCITT X.25 (1984) provided they correctly
interface to end-systems implementing ISO 8208.

3.2.2.2.2.1 Connectionless-Mode Network Service (CLNS). The CLNS provides the
Transport Layer with a Connectionless Network Service where network connections
between end-systems are not established. Information is transferred via

individual data unit transfers which are independent of previous transfer

requests. All NAS open end systems and intermediate systems shall implement ISO
8348/AD1, Network Service Definition, Addendum 1: Connectionless Mode
Transmission.

3.2.2.2.2.1.1 Connectionless Network Protocol Functions (CLNPF). All NAS open
end systems shall implement ISO 8473, Protocol for Providing the

Connectionless-Mode Network Service. A subset of the Full Protocol (see Table 4



of ISO 8473) shall be supported utilizing the following protocol functions: (See
Clauses 6.1 through 6.18 and Table 4 of ISO 8473 and ISO 8473-1 for a
description of the functions)

(a) Type 1 functions: All Type 1 functions are mandatory under the standard.

(b) Type 2 functions: Type 2 functions are optional.

(¢c) Type 3 functions: The following Type 3 functions shall be supported:

(1) Priority

(2) Quality of Service

3.2.2.2.2.1.1.1 Profile Requirement List (PRL) for (CLNPF). All NAS open end
systems implementing ISO-8473-1 shall confirm to PRL as defined in the Appendix
E.

3.2.2.2.2.1.2 Provision of the Underlying Service (PUS). NAS open end systems
shall provide the sub networksubnetwork dependent convergence function as
specified in ISO 8473 and 8473-2- clause 8.5.2. The convergence function will

map the Connectionless services of the Network Layer to the services provided by
the X.25 connection-oriented network access protocol. ISO 8473/AD3 shall be
implemented for open end systems providing ISO 8473 over an OSI data link

service.



3.2.2.2.2.1.2.1 Profile Requirement List (PRL) for (PUS). All NAS open end
system implementing ISO 8473-2 shall confirm to PRL as defined in Appendix F.
3.2.2.2.2.1.3 Provision for Routing Protocols (PRP). NAS open end systems,
requiring communications via routers, shall implement the End System (ES) to
Intermediate System (IS) Routing Protocol in conjunction with ISO 8473. NAS
intermediate systems providing NAS routing shall implement shall implement the
IS to IS Intra-Domain Routing Protocol. ISO 10589 and ISO 10747. NAS
intermediate systems providing routing to external networks shall use the
Boundary Intermediate System (BIS) Inter-Domain Routing Protocol.
3.2.2.2.2.1.3.1 End System to Intermediate System Routing Protocol

(ES-ISRP)L. NAS open end systems, that require communication through routers,
shall use the ES-IS routing protocol to enable routing service. The ES-IS

protocol shall be in accordance with ISO 9542 and the Open Systems Environment

Implementors' Workshop OIW Stable Agreement for Open Systems
Interconnection

Protocols and shall be used in conjunction with ISO 8473.
3.2.2.2.2.1.3.1.1 Profile Requirement List (PRL) for (ES-ISRP). All NAS open

end systems implementing ISO 9542 shall confirm to PRL as defined in Appendix
G.

3.2.2.2.2.1.3.2 Intermediate System to Intermediate System (IS-IS)
Intra-Domain Routing Protocol. NAS open intermediate systems, providing NAS
routing, shall use the IS-IS intra-domain routing protocol to enable routing

within the NAS routing domain. The IS-IS protocol shall be in accordance with



ISO 10589 , ISO IEC 10589 and the NIST Stable Agreement for Open Systems
Interconnection Protocols. and shall be used in conjunction with ISO 8473.
Intra-domain routing between the NAS and the ATN shall be in accordance with the
ATN Manual.

3.2.2.2.2.1.3.2.1 Profile Requirement List for (IS-IS ). All NAS open end

systems implementing ISO IEC 10589 shall confirm in Appendix H.

3.2.2.2.2.1.3.3 Boundary Intermediate System to Boundary Intermediate System

(BIS-BIS) Inter-Domain Routing Protocol (IDRP). NAS open boundary
intermediate

systems, providing routing, shall use the BIS-BIS inter-domain routing protocol

to enable routing between the NAS routing domain and an external routing domain
(e.g., ATN routing domain). The BIS-BIS protocol shall be in accordance with ISO
10747, ISO IEC 10747 and the NIST Stable Agreement for Open Systems
Interconnection Protocols and shall be used in conjunction with ISO 8473.
Inter-domain routing between the NAS and the ATN shall be in accordance with the
ATN Manual.

3.2.2.2.2.1.3.3.1 Profile Requirement List PRL for (BIS-BIS IDRP). All NAS

open end systems implementing ISO IEC 10747 shall confirm to PRL as defined in
Appendix L.

3.2.2.2.2.2 Connection-Oriented Network Service (CONS). The CONS provides the
Transport Layer with a network connection service where network connections
between end-systems are to be established. CONS shall be implemented in
accordance with ISO 8880-1 and ISO 8880-2. CONS may be used over a specific

interface provided there are either no intermediary networks or only X.25



intermediary networks. For NAS open end systems communicating over X.25 wide
area networks, CONS shall be provided as defined in ISO 8878, Use of X.25 to
Provide OSI Connection-mode Network Service.

3.2.2.2.2.2.1 Optional User Facilities (for X.25 sub networks) (OUF X.25).

X.25 supports a wide variety of features and options called facilities. The

following optional user facilities shall be supported by the X.25 sub network

(e.g., NADIN PSN) in accordance with CCITT X.25 (1984). The X.25 sub network

shall provide the facility if requested by the end-system.

(a) On-line facility registration;

(b) Extended packet sequence numbering;
(¢) Nonstandard default window sizes;

(d) Default throughout classes assignment;
(e) Incoming calls barred;

® Outgoing calls barred;

(g) One-way logical channel incoming;

(h) One-way logical channel outgoing;
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Closed user group;

Closed user group with outgoing access;

Closed user group with incoming access;

Reverse charging acceptance;

Nonstandard default packet sizes;

Flow control parameter negotiation;

Throughput class negotiation;

Past select acceptance;

D-bit modification;

Call redirection;

Hunt group.



The following optional facilities shall be provided by the X.25

subnetwork when requested by the end-system on a per-call basis:

(a) Fast select;

(b) Closed user group selection;

(©) Reverse charging;

(d) Registered Private Operating Agency (RPOA);

(e) Flow control parameter negotiation;

® Throughput class negotiation;

(g) Called line address modified notification;

(h) Call redirection notification;

(i) Network user identification.

In addition, the X.25 sub networksubnetwork shall support

CCITT-specified DTE facilities as described in Annex G of the X.25

Recommendation.



3.2.2.2.2.2.2 Optional User Facilities (OUF) (for ISO 8208 systems). NAS open

end systems implementing the CONS shall support the following optional user

facilities in accordance with Clause 5.1 ISO 8878:

(@)

(b)

()

(d)

(e)

®

(@

(h)

(@

Fast select;

Fast select acceptance;

Throughput class negotiation;

Transit delay selection and indication;

Called address extension;

Calling address extension;

End-to-end transit delay negotiation;

Expedited data negotiation;

Minimum throughput class negotiation.

This standard does not require or prohibit use of other X.25 facilities by

NAS open end systems. The facilities used will vary among different interfaces.



3.2.2.2.2.2.2.1 Profile Requirement List for (OUF). All NAS open end systems
Implementing OUF ISO 8208 shall confirm to PRL as defined in Appendix J.
3.2.2.3 Data Link Layer Protocol Standards. This section describes the Data

Link Layer protocols selected for use by NAS open systems.

3.2.2.3.1 Function of Data Link Layer Protocols (FDLP). The Data Link Layer
provides services related to the reliable interchange of data without loss

across a physical link between adjacent systems. Data link protocols manage the
logical establishment, maintenance, and release of data link connections. In
addition, these protocols control the synchronization and flow of data, and
supervise error recovery. The Data Link Layer functions are provided as services
to the Network Layer. In bit-oriented protocols, the detection of transmission
errors is typically accomplished through a cyclic redundancy check (CRC)
algorithm. The data stream is broken down into the basic transmission units
(data frames). The Data Link Layer protocols may provide mechanisms to handle
lost, damaged, or duplicate data frames, acknowledgment of receipt of current
data frames, line turn-around, and basic flow control.

3.2.2.3.2 Data Link Layer Protocol Specification (DLPSP). The Data Link Layer
protocol standards implemented by NAS open systems shall be ISO 4335, ISO 7478,
ISO 7776, CCITT X.32, and ISO 8802-2.

3.2.2.3.2.1 High-level Data Link Control (HDLC) ISO 4335. NAS open systems
shall implement the Data Link Layer service as defined in ISO Draft
International Standard (DIS) 8886 and the protocol as defined in ISO 4335

(HDLC). ISO standards 3309 (HDLC frame structure) and 7809 (HDLC
consolidation



classes of procedure) are also applicable.
The options recommended for use by NAS open systems are described below:
(a) Option 2 - Reject -- This option is required by ISO 7776 [Link Access
Procedure Balanced (LAPB)] and permits the prompt initiation of the

recovery process for missing information frames (I-frame) by providing
for a negative acknowledgment (reject).

(b) Option 3 - Selective Reject -- This option allows requesting re-
transmission of a single I-frame and recovers I-frame sequence errors.
It may improve efficiency on links with long transmission delay (e.g.,

satellite links or systems using module 128).

(c) Option 4 - Unnumbered Information Frames -- This option provides
ability to exchange information without impacting the send and receive
variables. This option allows datagram transmission (i.e., transmission

with no acknowledgment of receipt).

(d) Option 7 - Multiple Octet Addressing -- This option allows the use of
one or more address octets. It allows multiple octet addresses and
therefore allows more address combinations. Note that multiple octet

addresses are not required.

(e) Option 8 - I-Frames Transmitted Only as Commands -- This option is
required by ISO 7776 (LAPB) and is required to achieve greater

compatibility, particularly for NADIN PSN interfaces (which must



comply with this for proper operation).

(f) Option 10 - Extended Sequence Numbering -- This option allows sequence
numbers to be extended from module 8 to module 128. This option can
improve efficiency on links with long transmission delay (e.g., satellite

links), especially if used in conjunction with option 3.

(g) Option 12 - Data Link Test -- This option enable performance of Data Link
Layer loopback tests. The HDLC normal response mode (NRM) shall be
used in cases where multi-drop or polling systems are used and the use of
the standard seven layer protocol architecture is inappropriate or special

options are required.

3.2.2.3.2.1.1 CCITT X.25 LAPB. The standard NAS open systems implementation
for X.25 intermediate systems shall be balanced asynchronous [Class Balanced
Asynchronous (BA)] with options 2 and 8. Class BA with options 2, 8, and 10 is
recognized as an optional, subscription-time selectable, extended sequence
numbering service that may be available to serve DTE applications having a need
for module 128 sequence numbering.

3.2.2.3.2.1.2 ISO 7776. ISO 7776 shall be used by X.25 DTEs to insure a
compatible LAPB interface to the DCE.

3.2.2.3.2.1.2.1 Profile Requirement List for ISO 7776. All NAS open end

systems implementing ISO 7776 shall confirm to PRL as defined in Appendix K.



3.2.2.3.2.2 ISO 7478 (Multilink Procedure). NAS open end systems required to
transfer data over multiple parallel physical connections to achieve a reliable,
available, and variable bandwidth between the DTE/DCE interface shall implement
the multilink procedure (MLP) in accordance with ISO 7478. The MLP function
resides as an upper sub-layer of the Data Link Layer. It operates between the
multiple single data link protocol functions and the Network Layer. X.25 users
shall implement MLP as a subscription time option as described in section 2.5

(LAPB) of CCITT Recommendation X.25, 1984 version. The implementation of
MLP in

the NAS shall facilitate the mitigation of a critical path failure without the
interruption of services and shall:

(a) Achieve economy and reliability of service by providing multiple
physical connections; between the DTE and DCE interface;

(b) Permit addition and deletion of single physical connections without

interrupting the services provided by the multiple connections;

(¢) Optimize bandwidth use of a group of connections through load

sharing;

(d) Achieve graceful degradation of service when a single connection

or multiple connections fail;

(e) Provide each group with the appearance of a single logical data



link to the Network Layer;

(f) Provide, when required, resequencing of the received data units

before to delivery to the Network Layer;

(g) Minimize the impact that multilink operation may have on the

Network Layer protocols and existing data links;

(h) Maximize the applicability of the procedure to a variety of link

control protocols, line speeds, and configurations.

The MLP link control functions, link layer addressing, frame structure, and

link parameters shall be implemented in accordance with ISO 7478 [CCITT X.25
(1984) for X.25 users].

3.2.2.3.2.3 CCITT X.32. Dial-in/dial-out services and procedures shall be

implemented in accordance with CCITT X.32 when the packet switching network
uses

a public telephone network as its backbone.

3.2.2.3.2.4 ISO 8802-2. NAS open systems shall implement ISO 8802-2 as the
standard for logical link control (LLC) in conjunction with ISO 8802-3, for
Conformance Requirement 8802-4, for Editorial Changes and Technical corrections
or ISO 8802-5 for Bridged LAN Source Routing Operation by End System. Either
Connectionless or connection-oriented operations shall may be supported.

3.2.2.3.2.4.1 Profile Requirement List (PRL) for ISO 8802-2. All NAS open end



system implementing ISO 8802-2 shall confirm to PRL as defined in Appendix F .
3.2.2.4 Physical Layer Protocol Standards. . This section describes
the Physical Layer protocol standards selected for use by NAS open end systems.
3.2.2.4.1 Function of Physical Layer Protocol Standards. As the lowest layer
in the OSI Reference Model, the Physical Layer interface provides services to
the next higher layer, the Data Link Layer. It is responsible for establishing
the physical connection and interface to the transmission medium [e.g., Data
Terminal Equipment (DTE)/Data Circuit-Terminating Equipment (DCE) interface].
The characteristics of this layer are independent of the physical media, which
could be coaxial cable, twisted copper wire, fiber optic cable, and many other
cable types. The Physical Layer interface is concerned primarily with the
Sfollowing physical interface characteristics:

(a) Mechanical: This characteristic defines the physical attributes of the

connector (i.e., the number of pins, shape, and dimensions of the
connecting block).

(b) Electrical: This characteristic specifies whether the connection is

balanced or unbalanced and what voltages are to be used.

(c¢) Functional: This characteristic defines which electrical circuit performs

control, timing, and grounding.

3.2.2.4.2 Physical Layer Protocol Specification. NAS open systems shall

implement one of the following standards at the physical layer interface:



EIA-530, EIA-232E, RS-232C, V.35, V.32, ISO 8802-X, AND ISO 9314 (FDDI). or
FAA-STD-049 for fiber optic.

3.2.2.4.2.1 EIA-530. EIA-530 shall be the primary Physical Layer interface
standard implemented by new systems. EIA-530 has the following interface
characteristics:

(a) Data rate: Lines speeds between 0 to 2 Mbps are supported in
accordance with FIPS PUB 154.

(b) Cable length: Cable lengths up to 200 feet (maximum) are supported
for high-speed lines. Cable lengths up to 4000 feet (maximum) are

supported for low-speed lines (0 to 20 kbps).

(c) Mechanical: D-shaped, 25-pin interface connector is specified for all
interchange circuits in accordance with ISO 2110. The DTE requires
male (pin) contacts and a female shell (plug connector); the DCE

requires a female contacts and a male shell.

(d) Electrical: The maximum voltage is +/- 6V. The balanced electrical
characteristics are defined in RS-422A and FED-STD-1020A (EIA-530,
Category I). The unbalanced electrical characteristics are defined

in RS-423A4 and FED-STD-1030A (EIA-530, Category II).

(e) Functional: EIA-530 interchange circuits fall into four general

classifications: ground (or common return), data circuits, control



circuits, and timing circuits. A functional description of the
interchange circuits, pin assignments, and selected communication

system configurations are specified in EIA-530 and FIPS PUB 154.

The additional functions [local loopback (LL), remote loopback (RL), and test
mode (TM)] shall assist users in tracking down a defective unit and fault

isolation between DTE/DCE. EIA-530 will not interoperate with equipment using
RS-232 electrical characteristics. EIA-530 does not support secondary signals

and dial-up applications.

3.2.2.4.2.2 EIA-232E. EIA-232E shall be used by NAS interfaces that are
required to implement dial-up applications and secondary signals. This standard
is a revision of RS-232C and EIA-232D. This revision updates the standard to
conform to CCITT V.24 (modem connection to the telephone network), V.28, and ISO
2110. It also includes the specification for a 25-pin interface connector and

adds LL, RL, and TM interchange circuits. A shield has been added, the
protective ground has been redefined, and some terminology has been changed.
EIA-232F is compatible with the electrical characteristics of EIA-232D but not
with EIA-530. E1A-232E is compatible with the electrical characteristics of
EPA-232C but has additional functionality. EPA-232FE has the following interface
characteristics:

(a) Data rate: Low-speed lines up to 20 Kbps are supported.

(b) Cable length: Cable lengths up to 50 feet (maximum) are supported for



low-speed lines. When more than 50 feet of cable is required, a low

capacitance, shielded cable is recommended in accordance with EPA-232E.

(c) Mechanical: D-shaped, 25-pin interface connector is specified for all

interchange circuits in accordance with 1SO 2110.

(d) Electrical: The operating voltage range is +/- 3V to +/- 25V,
unbalanced. Unbalanced circuits (each circuit uses only one pin and
a common ground return) are defined in the EPA-232D standard.
Electrical signal characteristics are defined in CHIT V.28 and the

EPA-232D standard.

(e¢) Functional: Synchronous/asynchronous and full/half duplex
communications are supported via the interchange circuits and pin

assignments as defined in V.24 and the EPA-232D standard.

3.2.2.4.2.3 RS-232C. RS-232C shall be supported for interfacing with existing
NAS interfaces. RS-232C is a part of CHIT recommendation X.21 and is used for

low-speed data communications.

(a) Data rate: Low-speed lines of 20 Kbps or less are supported.

(b) Cable length: Cable lengths up to 50 feet (maximum) are supported.



(c) Mechanical: The 25-pin connector is defined in an appendix of

the RS-232C standard.

(d) Electrical: Unbalanced circuits (each circuit uses only one pin and
a common ground return) are defined in the RS-232C standard. Electrical

signal characteristics are defined in the RS-232C standard.

(e) Functional: Synchronous/asynchronous and full/half duplex
communications are supported via the interchange circuits and pin

assignments as defined in the RS-232C standard.

3.2.2.4.2.4 V.35. V.35 is a CCITT recommendation for data transmission on
wide band group channels. This standard shall be used by NAS open end systems to
meet the following Physical Layer interface requirements:

(a) Data rate: Line speeds up to 64 Kbps are supported.

(b) Cable length: Cable lengths up to 50 feet (maximum) are supported.

(¢) Mechanical: A 34-pin connector is defined in ISO 2593.

(d) Electrical: A combination of unbalanced voltage and balanced current is

supported. Data and clock circuits are driven by balanced generators.

These are not compatible with RS-422A circuits. Control signals are



unbalanced and compatible with the RS-232C standard.

(e) Functional: The functional interface circuits are identical to the

circuits defined in the RS-232C standard.

3.2.2.4.2.5 V.32. V.32 is a CCITT recommendation for full duplex, low speed
transmission over dial-up lines. The V.32 modem provides for leased and dial

line communication. It also provides synchronous, asynchronous, and auto dialing
modes. This standard shall be used by NAS open end systems to meet the following
Physical Layer interface requirements:

(a) Data rate: Line speeds up to 9.6 Kbps are supported.

(b) Mechanical: A terminal interface (25 pin) is supported. The mechanical
characteristics of EPA-232D and CHIT V.24/V.28 are supported.

A line interface (modular jack or terminal) is supported.

3.2.2.4.2.6 ISO 8802-x and ISO 9314-1. IEEE has approved several interface
standards for the Physical Layer for operation in the 1 to 16 Mbps range. ISO

has also adopted the IEEE LAN standards for use in OSI compliant networks.
NAS open end systems shall implement ISO 8802-2 and ISO 8802-3 which have
been adopted as FIPS PUB 107 for federal LAN implementations when required to
use a collision detection access protocol. ISO 8802-3 is similar, but not

compatible with Ethernet. NAS open end systems shall implement ISO 8802-4 when



required to use a token passing protocol suitable for broad band bus

architectures. It has four levels of priority and can operate at 1, 5, 10, or 16

MBAs.

NAS open end systems shall implement ISO 8802-5 when required to use a token
passing protocol suitable for ring architectures. It has eight levels of

priority and can operate at 1, 4, or 16 MBAs. NAS open end systems shall
implement 1SO 9314-1 fiber optic ring LAN standard operating at 100 MBAs, when
required to use a Connectionless token passing protocol. This standard is titled
FiberFibre Distributed Data Interface (FDDI). Additional characteristics for a
fiber optic interface shall be obtained in FAA-STD-049.

3.3 Naming and Addressing . Naming and addressing requirements for NAS

open systems (i.e., intermediate and end-systems) shall be in accordance with
FAA-STD-042. Naming and addressing requirements for Aeronautical
Telecommunication Network (ATN) open systems shall be in accordance with the ATN
Manual.

3.4 OSI Directory Services . NAS open end systems that use directories

shall implement OSI Directory Services as specified in FAA-STD-044.

3.5 OSI Network Management. Work to establish U.S. Government and
international standards on network management is underway; however, general
implementation of the international work has not yet been accomplished. As an
interim measure, the U.S. Government may adopt an industry standard for network
management. Network Management requirements shall conform to ISO 7498-4.

3.6 OSI Security. The OSI security model has recently been approved as



an international standard (ISO 7498-2), but no actual mechanisms have been
agreed upon to implement the security model. The OSI security work is not
sufficiently advanced at this time for this standard to levy NAS-wide security
requirements mechanisms and protocols implemented in the NAS shall be in
accordance with FAA-STD-045 (ISO) application only).

3.7 OSI Priority. NAS open end systems that require the transmission

of prioritized data shall use the priority indicators as specified in

FAA-STD-043. NAS open end systems that communicate with the ATN shall use the
priority indicators specified in the ATN manual.

3.8 Compliance with the ATN PRL.

See the ICAO ATN manual.

3.9 OS1 Conformance and Interoperability Test. NAS open system shall

conform to FAA-STD-047 for conformance and FAA-STD-048 for interoperability

testing.

4. QUALITY ASSURANCE PROVISION

This section is not applicable to this standard.

5. PREPARATION FOR DELIVERY

This section is not applicable to this standard

6. NOTES

6.1 Definitions. The terms defined below are frequently used



throughout this document. They are defined here to assist in the understanding
of the information presented herein.

Protocol - In the Open System Interconnection reference model, the
communications functions are partitioned into seven layers. Each layer, N,
provides a service to the layer above N+1, by carrying on a conversation with

the layer N on another processor. The rules and conventions of that N-layer
conversation are called the pProtocol.

End-system - An end-system contains the application processes that are the
ultimate sources and destinations of user-oriented message flows. The functions
of an end-system can be distributed among more than one processor/computer.
Intermediate System - A system providing an OSI reference model network layer
relay function (that is, a system that receives data from one correspondenting
Network entity and forwards it to another corresponding Network entity).

Open System - An open system is a system capable of communicating with other
open systems by virtue of implementing OSI protocols and services. End-systems
and intermediate systems are open systems. However, an open system may not be
accessible by all other open systems. This isolation may be provided by physical
separation or by technical capabilities based upon computer and communications
security.

OSI Environment - Is concerned with the exchange of information between open
systems (and not the internal functioning of each individual real open system).
OS1 is concerned only with interconnection of systems. All other aspects of

systems which are not related to interconnection are outside the scope of OSI.



NAS - National Airspace System is the common network of U.S. airspace; air
navigation facilities, equipment, and services; airports or landing areas;
aeronautical charts, information's and services; rules, regulations and
procedures, technical information, manpower, and material. Included are system
components shared jointly with the military.

NADIN-PSN - Packet switching Network System where messages are broken down
into smaller packets which are then individually addressed and routed over the
network for data interchange.

Profile- A profile is defined as the set of one or more OSI base

specifications and the identifications of the chosen classes, common subsets,
options, and parameters of those to facilitate interworking between systems
implementing the same set of base specifications.

PRL- Profile Requirement List is provided for each profile and captures:

a. The general options of the profile as a whole;

b. A list of the specifications selected and combined in the profile; and

references to the related PICS proforma's.

c. For each of these referenced base specifications, an expression of the
restrictions upon how the questions in the corresponding PICS proforma
may be included. This section of the PRL is derived from the PICS
proforma's of the relevant se specifications, indicating the restrictions

necessary to express the profile requirements.



Protocol- A protocol is any specific procedure in which precise rules of

format and communications are followed. It is defined in communication hardware
and software to describe the particular transmitting/receiving methodology being
used (often in the form of a standard document).

PICS proforma- Protocol Implementation Conformance Statement (PICS) proforma
identifies the major characteristics of the standard in a questionnaire form.

The PICS does not represent a complete description of the standard, but provides
a condensed representation suitable for the conformance test process.

Packet Switching- Switching technique that breaks messages into smaller units
(packets) and then individually addressed and routed through the network with
storage at intermediate nodes if necessary until the next portion of path is
available.

Packet Layer- The layer of X.25 corresponding to partial network layer in OSI
Reference Model OSI is concerned not only with the transfer of information
between systems, i.e., transmission, but also with their capability to interwork

to achieve a common (distributed) task. In other words, OSI is concerned with
the interconnection aspects of cooperation between systems.

6.2 X.25 Services.

NAS open systems interfacing to NADIN-PSN may implement the following X.25
services in accordance with CCITT X.25 (1984 version):

(1) Types of Service -- There are two types of services: virtual call (VC)

and permanent virtual circuit (PVC). The former service is the most commonly



used. Virtual calls go through three phases: call set-up, data transfer, and

call clearing. An X.25 option, "Fast Select," allows small amounts of data to be
transmitted during call set-up and allows immediate call clearing. This combines
the three phases and minimizes the overhead involved. PVCs are initiated when
users join the network and are left connected permanently; therefore, there is

no call set-up or call clearing. PVCs are used when data is frequently exchanged
and the delay involved in call set-up is not acceptable. Since the end users and

the network or networks involved in a PV C must permanently reserve resources for
these circuits, they should be used only where a true need exists.

(2) Delivery Confirmation Bit (D-Bit) -- End-to-End delivery confirmation is

a layer 4 function in the OSI model. However, it can sometimes be useful to have
this function performed in the Network Layer. In the normal mode of operation,
the communications equipment acknowledges receipt of a packet back to the sender
immediately. Setting the D-bit to ''1" causes the communications equipment to
withhold this acknowledgment until confirmation of receipt of a packet by the
destination DTE has been received by the communication equipment. This can be
useful if the particular connection does not use a standard layer 4 protocol
providing end-to-end confirmation. An example would be the gateway between NADIN
PSN and MSN. Since the use of the D-bit can limit throughput and increase delay
time it it, should not be used unless it is absolutely necessary. Throughput
reduction can be minimized by using the D-bit in coordination with the M-bit.

(3) The More Data Mark bit (M-bit) -- The M-bit is used to mark a sequence of

multiple data packets, typically packets that are part of a single message.



Setting the M-bit to "'1" indicates that more packets in the same sequence are to
be received at the destination DTE. The Network Layer entity in the destination
DTE will reassemble the packets into a single message before passing the message
up to the Transport Layer. The most efficient way of combining the M-bit and the
D-bit is to set the D-bit to "'1" on only the last packet of a sequence. The X.25
networks deliver packets in order, therefore, if end-to-end acknowledgment of
the last packet is received. It guarantees that the entire sequence was

received.

(4) Data Qualifier Bit (Q-bit) -- The data qualifier bit, the Q-bit, is sent
transparently by X.25 networks. This means that it can be used by the two DTEs
for any predefined purpose. It's use in communicating with packet
assemblers/disassemblers (PAD) is described by CCITT Recommendation X.29.
Because of potential unforeseen problems, it is recommended that this bit not be
used except for communicating with PADs.

(5) Nonstandard Default Packet Size -- The standard default packet size for

X.25 networks is 128 octets of user data. The NADIN PSN's initial default packet
size is 256 octets. This is the maximum amount of user data in a packet. Smaller
amounts of data can be sent and no padding is required. This facility would be
selected if a different size packet would optimize information transfer. It is

more efficient to minimize the number of packets,. Thus, if a user typically

sends lone, multi-packet messages, a larger packet size will improve
performance. Excessively large packet sizes, on the other hand, waste buffer

space in both the DTE and the network. Values other than the default value can



be selected during call set-up using the ""flow control parameter negotiation"
facility.

(6) Nonstandard Default Window Size -- The window size is the number of
packets that can be outstanding for which an acknowledgment has not yet been
received by the DTE or DCE. The standard default window size is 2,. tThus, if
there are two outstanding packets, the sending DTE cannot send additional
packets until one or both have been acknowledged by the receiving DCE. The
window size can be adjusted to optimize performance. Too large a window requires
large buffers and may result in many packets being retransmitted if an error
occurs. Too small a window results in frequent flow control restrictions and
lower throughput. Values other than the default value can be selected during
call set-up via the ""flow control parameter negotiation" facility.

(7) Closed User Group-Related Facilities -- This is a group of seven related
facilities that allow limits to be placed on users relating to which users they

may call or which users may call them. Examples include a closed user group with
incoming access (members of the group can call only each other, but anyone can
call into the group), and outgoing calls barred within a closed user group
(members of the group cannot call each other, but may call or be called by
anyone else). In the NAS, external users such as airlines will be restricted

from calling any addresses other than those to which they have authorized
access.

(8) Call Redirection -- If this facility is used, it must be subscribed to;

it cannot be selected on a call-by-call basis. It allows calls to be redirected



if the destination DTE is out of service or busy. The destination DTE subscribes
to the type of call redirection desired. Four options are allowed by the NADIN
PSN network: no redirection, automatic redirection, semi-automatic redirection,
or manual redirection. Automatic redirection occurs immediately upon detection
of the destination being out of service. Semi-automatic redirection occurs after

a destination fails and the NADIN PSN Network Control Center (NCC) authorizes
redirection. Manual redirection occurs upon command from the network control
center. Up to three alternate subnetwork addresses can be associated with a
given desired destination address. They form a list that is tried in order if
automatic redirection is used. If manual or semi-automatic redirection has been
selected, the network control center specifies which of the three alternate

addresses is to be used.



APPENDIX A

Profile Requirements List (PRL)

ISO 8650-2 Association Control Service Element - Part 2: Protocol Implementation
Conformance Statement (PICS) Proforma

When ISO 8650 is supported, the protocol implementation shall conform to the following
PRLs. For each value that's optional under the ISO Status column, IRD/ICD writers shall

determine whether it's mandatory, optional, or not applicable under the NAS Supports
column.

Is0 HAS
ctatuc cunnartc
Etatus Supports
Ttem |[Protocol Mechaniem n I
1 Rormal mode 1]
Z ¥.410-1954 mode 0
3 Eules for extemability M 2]
4 Supports operatlion of Session W2 i

Table A-1 Supported Functions.

Note: One or both of Normal mode and X.410-1984 mode shall be
supported
for conformance to ISO 8650.

ANNEX A (PICS Proforma) of ISO DIS 8650-2 can be referenced

for additional information. ISO 8650-1 contains the
abbreviations

used in ISO 8650-2.

D-Column - Indicates the level of support required for
conformance

to ISO 8650.

I-Column - To be completed by the supplier or implementor to
indicate the level of implementation.

1
M Mandatory
0 Optional
P Passed through from Session unrestricted

- Not Applicable

C.n The item is conditional (where n identifies the condition
that is applicable). The definitions for the conditional



statements are given in Annex B of ISO 8650-2.

I50 HAS

status sSupports
Item |Capability 1] 1 Yalue
1 Asssoclatlon 1nltiator 1]
z Association responder i]

Table A-2 Initiator/Responder Capability.

Note: One of the Association initiator or responder is mandatory in
order
for a system to conform to ISO 8650.
IS0 HAS I50 HAE
statis SUppoYLs statis Siupports
Item |APDVU send Receive Value
1] I 1] I
1 A—-assoclate—-reguest cl Cd
APDU {AARO)
z A-assoclate-respanse 5] cl
APDU {AARE)
K] A-release—-request AFDU |0 2]
(RLEO)
4 A-release—response 0] M ci
AFDU (ELEE)
|5 |n—abort APDV (ABRT) | o4 | o4 |
Table A-3 Supported Normal Mode APDUs.
I50 HAS
Status Supports
Item |[Sending Parameter 1] I Yalue
1 Frotocol wersion ch
2 Application context name 0] M
K] ralling AP title i
q ralling AE gualifier i
L) ralling AP invocation-id ]
] talling AE 1nvocatlon—1d i
i ralled AF title 1
] ralled AE gqualifier i
4 ralled AF lnwocatlon-—1d 1
10 ralled AE inwocation-id i
11 Implementation information ]
12 User information i




I50 HAS
sStatus Supports
Item |Becelving Parameter 1] I Yalue
13 Frotocol wersion 7] 3]
14 Application context name o] M
15 ralling AP title [Z] 2]
16 ralling AE gualifier [Z] 2]
17 ralling AP invocation-id o] M
1a rtalling AE 1nwvocatilon—1d M M
14 ralled AF title [Z] M
20 ralled AE gqualifier M M
21 ralled AF 1nwocatlon-—1d [Z] M
22 ralled AE inwvocation-id [Z] M
23 Implementation information o] M
24 User Informatlon 7] 3]
Table A-4 A-Associated-Request APDU (AARQ).
I50 HAS
status supports
Sending Parameter Item D 1 Yalue
Frotocol wersion 1 ch
Application context name Z [0} [0}
Eesponding AP title 3 i
Eesponding AE gualifier 4 i
Eesponding AP invocation-id b 0
Eesponding AE Invocatlon-—id [ i
Eesult 7 M
Result source diagnostic [] M
Implementation i1nformatlon ] i
User Information 10 i
I50 HAS
Status Supports
Item |Receiving Parameter 1] I Yalue
11 Frotocol wersion [Z] M
1z Application context name M M
13 Eespondilngy AF Title 3] M
14 REespondingy AE gqualifier 3] M
1k Responding AF invocation—id M M
16 Eesponding AE lowocatlon—id M 2]
17 Eesult [Z] 2]
13 Eesult sounrce diagnostic 2] M
14 Implementation 1nformatlon [Z] 2]
20 User information 0] M
Table A-5 A-Associated-Response APDU (AARE).
I50 HAS
Status Supports
Sending Parameter 1] I Yalue
Eeason 0
Item |[User infoarmation i




I50 HAS
Status Supports
Item |Receiving Parameter 1] I Yalue
3 Eeason [Z]
4 User information 0] M
Table A-6 A-Release-Request APDU (RLRQ).
I50 HAS
Status Supports
Item |[Sending Parameter 1] I Yalue
1 BEeason 1
2z User information i
IS0 HLS
Status Supports
Beceiving Parameter Item D I Yalue
REeason 3 2] 2]
User information 4 M M
Table A-7 A-Release-Response APDU (RLRE).
IS0 HAS
status supports
Item |[Sending Parameter 1] I Yalue
1 Aboft source 7]
z User information i
I50 HAS
sStatus Supports
Item |Becelving Parameter 1] I Yalue
3 Aboft source 7] 3]
4 User Information o] M
Table A-8 Abort APDU (ABRT).
IS0 HAS I50 HAS
Status Supports Status Supports
Item |[Symtax Form Send Receive Yalue
1} I 1] I
1 Form 1 f(Dlrectory Hame) 1] £} £}
z Form 2 f{(0bject Id and Integer) |[o £} £}

Table A-9 AE Title Syntax Name-Form.




APPENDIX B

Profile Requirements List (PRL)

ISO 8571-5 File Transfer, Access and Management - Part 5: Protocol Implementation
Conformance Statement (PICS) Proforma

When ISO 8571-5 is supported, the protocol implementation shall comform to the
following PRLs. For each value that's optional under the ISO Status column, IRD/ICD

writers shall determine whether it's mandatory, optional, or not applicable under the NAS
Supports (I or R) column.

tem [File Model

E=1 -1 ]

I
1 Hierarchical
2

other models {specify or detail in
an appendix)

Table B-1 File Model.

Note: ANNEX A (PICS Proforma) of ISO 8571-5 can be referenced
for additional information.

D-Column - Indicates the level of support required for
conformance

to ISO 8571.

R-Column - To be completed by the supplier or implementor to
indicate the level of implementation.

For attributes:
f - full support of the attribute is required.

p - partial support of the attribute is permitted.

M Mandatory

0 Optional



Passed through from Session unrestricted

Not Applicable

The item is conditional

that is applicable).

(where "n"

identifies the condition

156 HAS 5
Status

Item |attribute groups implemented n I

1 Fernel ]

2z Ztorage ]

3 SECUTILY 0

4 Private 0

Table B-2 Attributes Groups Implemented.

Complete the tables for all supported attribute groups, shown in Table L-2:

150 HAE Supports
status
Item |[Kermel eroup (Imitiator) [1] I full Eange of Values
1 Filename i gee A 10, 2.3
Z Fermitted Actions £
] ConLents Type T See A 12 T
Eernel Group (Responder)
! Filename i
5 Fermltted Actlons i
[ contents Type f See A.12.7
ftorage Group (Initiator)
7 Storage account f
d Data and Time of creatlon i
k] Flle avallability i
10 Future filesize f
ftorage Group (Responder) R full E partial
11 Storage account ]
1 Data and time of creatlon ]
13 Data and time of last modifi- [p
cation
14 Data and time of last read T
aaCCESS
1k Data and time of last attrib- [@
nte modification
1k ITdentlty of creator ]




17 Identity of last modifier il
18 Tdentity of Tast reader ]
13 Tdentity of Tast attribute o

modifier
] File awvailability T
21 Filesize o
22 Future Iilesize o

Security Group (Imitiator) b I full
23 Access control i fee A 1a. 2
24 Legal qualifilcation i

Security Group [(Eesponder) i1} E Tull E partial
5 Access control |p | Jsee A.12.2
26 Legal gualifications il

Frivate Group (Inltiator) [1] I fTull
27 Friwvate use f

PFrivate Group (Responder) i} R full E partial
|28 |Frivate use |o | |
Table B-3 Attribute Values.

IS0 HAS Supports
Status

Item |Comstraint Set Kame D I 3 Depth
1 Tostructed i Hot Applicable
2 Sequential Flat i Hot applicable
K] ordered flat 0 Hot Applicable
q ordered flat with unigue 0 Hot Applicable

names
L) ordered hierarchical 0
] General hierarchical i

General hierarchical with 7

nnigue names

Table B-4 File Structures - Constraint Sets.




COMSTRAINT SET
Item | ACTION um s true tured sequential oxdeved [oxrdered oxdexed hi- genmexyal hier- [gemeral
flat flat flat with evarchical archical hiervax-
umique chical
names with
umique
nomes
D E [ E r E o ¥ D E D E o E
1 Locate — — i i 0 ] 1] 0
2 Fead a i] 1] 1] 1] 1] 1]
k] Thzert - - 1] ] i i i 0
4 Replace [p - - i i i i i
q Extend ] - - ]
[ Eraze [i] i [i] [i] [i] [i] [i]
Table B-5 File Actions.
Item [} I 1] R
1 F-1NITIALIZE FODU M M
FIELD NAME Eange oI values
or Reference
Z ftate result - - 2] all walnes defined
in Iso0 8R71
3 Actlon result - - 3] all wvalues defined
in Is0 &571
! Frotocol wersion [Z] 3] See Sectlon &
L) Implementation Information 0 ] See A.12.1
] Fresentatlon contexXt manage- M See note
ment
i SELWICE uUnlts [Z] 3] See A.12.4
g Functional units [0} M See A.12.5
Attribute groups M 2] See A. 102
10 Shared ASE Inforatlon M i See A.12.49
11 FTAM Quality of sSerwvice M M See A.12.8
12 Contents type list 0 i See A 14,8
13 Inlitiator 1dentity 0 - - HSA
14 Account i - - H/fA
15 Fllestore passwyword 1] - - See A 1&.11
1e Diagnostic - - ] See A.12.8
|17 [checkpoint window Ju M |see note 2
Table B-6 FTAM Regime Establishment.
Notes:
1) The values available for the presentation context management
field

depend upon the functional units implemented in ISO 8823.



2) Checkpoint window field is indicated as mandatory in accordance

with
ISO 8571-4. The field is defaulted to the value 1.
Item D [1] 2]
1 F-TERMINATE FDU [] M
FIELD NAME Bange of Vvalues
gr Reference
] Shared ASE 1nformatla 0 ] See A.14.%
= TEEET RN _ M Caa o n 1% 10N
3 charging ] See A 1210
Table B-7 FTAM Regime Termination (orderly).
Item 1} B
il F-F-ABOET FDU W
FIELD NAME Eange of Values
or Reference
z Actlon result £} all walues defined 1n I=0
G671
k] Dlagnostle 1] Zee A.1d. 8

Table B-8 FTAM Regime Termination (abrupt) by Service Provider.

Item D R
1 F-SELECT FDU ]
FIELD KAME Eange of values
or Reference
2 State result - all walues defined 1n IS0
Gh71
k] Actlon result - all wvalues defined 1n IsQ
G671
[ Attributes M See A.10.2
L) Regquested access M - See A.1Z2. 16
] AcCCcess passyords 0 - See A.12.53.h
i Concurrency con- 0 - See A 12,13
trol
] Shared ASE Infor- (0 See A.12.0
mation
Account i - H/A
110 Dlagnostle - See A 12 @

Table B-9 File Selection.




Item D D R
1 F=DESELECT FDU M M

FIELD NAME Eange of values

0r Reference
2 Action result - M all walues defined 1n IS0
871

3 Charging - 0 gee A1 10
4 fhared ASE 1nfor- |[d 0 Gee A.14.Y

mation
|5 |piagnostic |- Jo |see n. 126
Table B-10 File Deslection.
item ] H ] R
il F=CEERTE FIU 1] 0

FIELD NAME Eange of Vvalues

0r Beferemnce

2 State result - - 7] all walues defined in ISao 8571
k] Action result - - 7] all walues defined in ISao 8571
4 override 7] - - See A 121K
L Initial attributes 3] 3] Zee A.10.2
] treate password 1 - - See A 12 132
i Eequested access 7] - - See A. 12 1w
] Access passwords 1] - - See A.12.3.56 and Al2. 3.6
k] Concurrency con- 1] - - See A.12.13

trol
110 shared ASE 1nfor- 1] 0 See A.1L.H

mation
11 Account 0 - - LI
1z Dlagnostic - - 0 dee A.14. 6
Table B-11 File creation.
Item [1] 1 [1] i)
il F-DELETE FIU 1] 0

FIELD NAME Eange of Vvalues

0r Beferemnce

2 Action result - - 7] all walues defined in ISao 8571
k] Shared ASE 1nfor- i i See A.1Z.H

mation
q charging - - 0 See A.1Z.10
|5 |piagnostic |- - Jo |see A.12.6

Table B-12 File Delection.




Item [1] 1 [1] i)
1 F=READ=-ATTEIE FIU [1] [1]
See A_11
FIELD HAME Eange of Yalues
0y Referemnce
2 Action result - - M all walues defined in ISo 8571
k] Attribute names 7] - HSA
q Attributes - - 0 See AOI0.Z
|5 |piagnostic |- - Ju |see A.12.6
Table B-13 Read Attributes.
Item [1] I [1] R
il F-CHANGE-ATTELER 1] 0
POV See A_11
FIELD WAME Bange of values
0r Reference
2z Action result - - [J] all walues defined in Iso &671
k] Attributes 3] - 0 See AI0.E
Dlagnostle - - 0 See A 12 @
Table B-14 Change Attributes.
Item
il F-0FEN FDU
See A 11
FIELD HAME Eange of Yalues
o0y Reference
2 State result all walues defined in Iso 8671
k] Actlon result all walues defined 1n ISa &&71
Processing mode See A:1lS 1Y
L contents type Zee A.12.7.2
] Concurrency control See A.12. 13
v fhared ASE 1nforma- See A.1:.Y
Lion
] Enable FADVU locking See note 3
Activity ildentifler H/A
110 Dlagnostle See A 1S @
11 RBecovery mode See A.1Z2.1%8
1 Eemove contexts max number of presentatlon con-
text
13 Deflne contexts H/A
14 Presentation action Zee notes 1 and 2

Table B-15 File Open.




Notes:

1)
upon

2)

3)

The values available for the presentation action field depend

the functional units implemented in ISO 8823.

Presentation action field is indicated as mandatory in
accordance

with ISO 8571-4. The field is defaulted to no action.

Enable FADU Locking field is indicated as mandatory in
accordance

with ISO 8471-4. The field is defaulted to false.

Item [1] 1 [1] R
1 F=CLOSE FDVU [1] [1]
See A_11
FIELD WAME Bange of values
0r Reference
2z Action result [J] all walues defined in Iso &671
k] shared ASE 1nfor- 1] 0 See A.1Z.Y
mation
4 Diliagoostic 1 i See A. 12k
Table B-16 File Close.
Item [1] 1 [1] 2]
1 F=BEGIN-GROUF FPIVU [1] [1]
See A_11
FIELD NAME Eange ol Yalues
0r Referemce
2 Threshold 7] - -
Table B-17 Beginning of Grouping.
Item [1] 1 [1] 2]
1 F=END-GROUF FPIV [1] [1]
See A_11
THe F-ERD-GEROUF FDU CALL16s 00 L1elds.

Table B-18 End of Grouping.




Item D
1 F=RECOVEER FDVU [1]
See A_11
FIELD HAME Eange of Yalues
0y Referemnce
2 State result M all walues defined in ISo 8571
k] Actlon result M all walues defined 1n ISa &&71
q Activity ildentifler -
g Eulk transfer number -
[ Begquested ACCeEsS - [ A.1Z. 1k
K Access passyords - [ A.1Z.3.58, A1 3.8
F] tontents type [t} See A.12.7.2
E] Becovery point [
i Giagnostic i See A 12
11 Remove contexts - Zee notes
12 Deflne contexts - See notes
13 Presentatlon action M See notes
Table B-19 Regime Recovery.
Notes:
1) The values available for the presentation action field depend
upon
the functional units implemented in ISO 8823.
2) Presentation action field is indicated as mandatory in
accordance
with ISO 8571-4. The field is defaulted to no action.
Item [1] [1] 2]
il F-LOCATE FDU 1] 0
See A_11
FIELD NAME Eange ol Yalues
0r Referemce
2 Action result - M all walues defined in Iso 8671
3 FADU 1dentity i
4 FADU lock - See A.14.14
|5 |piagnostic |- Jo |see n. 126

Table B-20 Locate File Access Data Unit.




Item [1] [1]
1 F=-ERASE FDU [1] [1]
See A_11
FIELD WAME Bange of values
0r Reference
2z Action result - [J] all walues defined in Iso &671
k] FADU 1dentity 3] -
4 Dlagnostle - 0 See A 12 @
Table B-21 Erase File Access Data Unit.
item ] H ] R
1 F=EEAD PDUf 0 1]
See A 11
FIELD WAME Bange of values
or Referemnce
2z FALU identity 3]
k] Access Cohitext ] See R.IU.3.2.3
4 FADU lack 1] See A.1Z.14
Table B-22 Read Bulk Data.
Item [1] 1 [1] R
1 F=-WRITE FDVU [1] [1]
See A_11
FIELD WAME Bange of values
0r Reference
2z FADU operation [J]
k] FADU 1dentity B
4 FADU lack See A.1Z.14
Table B-23 Write Bulk Data.
Item [1] 1 [1] i)
1 F=DATAR=-END FIU [1] [1]
See A_11
FIELD HAME Eange of Yalues
0y Referemnce
2 Action result [J] all walues defined in ISo 8571
k] Dlagnostle 1] See A.1Z B

Table B-24 End of Data Transfer.




Item [1]
1 F=TRANSFER=-END FDU [1]
See A_11
FIELD HAME Eange of Yalues
0y Referemnce
2 Action result - all walues defined in ISo 8571
k] Shared ASE 1nfor- 1] See A.1L.0H
mation
4 Dlagnostle - See A 14 8
Table B-25 End of Transfer.
Item 1]
il F-CANCEL FDU ]
See A_11
FIELD NOME Eange ol values
0r Beferemnce
2z Action result [J] all walues defined in Iso &571
k] Shared ASE 1nfor- 1] See A.1L.0H
mation
4 Diagnostic 0 See A.12. 6

Table B-26 Cancel Data Transfer.

The attributes of Table B-25 shall be implemented if implementation of both the

following is required:

a) the security attribute group
b) full support of the access control attribute
Item |Access control [1] R Eange of values

element terms

1 Action list 7] See A.12.3.1 and A.14.3. 2
2 CONCULrCeNnCcy ACCESS 1] See A.12.3.3

K] Tdentlity 1] See A14.3.4

4 Fasswords 1] See A 12,35 and 12.3.6

5 Location 1] See A.12.3.7

Table B-27 Access Control Detail.




Item |Access control [1] 1 Eange of values
element terms
1 Actlon list 7] gee A.1Z.53.1 and AV 1.5 4
2 CONCUrCency Aaccess 1] fee A.1Z.5.3
3 Identity 1 See A.12.3.4
[ Passwords i See A.1Z4.3.5 and 1238
[ Location i See A.12.3.7
| [Maximum number of access control elements supported i
Table B-28 Access Control Detail.
Item lactiom not reguived shared exclusive no ICCESE
1] I B 1] 1 E 1] I B 1] I
B
1 Read i i] i i
2 Insert 0 i i i
k] Replace 1] i 0 0
4 Extend 0 i i i
L]

Table B-29 Concurrency Access Term.



APPENDIX C

Profile Requirements List (PRL)

ISO 8823 Connection Oriented Presentation Protocol Specification

When ISO 8823 is supported, the protocol implementation shall conform to the following
PRLs. For each value that's optional under the ISO Status column, IRD/ICD writers shall
determine whether it's mandatory, optional, or not applicable under the NAS Supports

column:
IS0 HAS
Statiis SUpporLs
item |Tapability i I
1 Initiator i
2z Besponder i
Table C-1 Initiator/Responder Capabilities.
Note: One of these capabilities is mandatory if a system claims

conformance to this standard.

Note: ANNEX A
for additional information.

(PICS Proforma) of ISO DIS 8823-2 can be referenced

D-column
order

I-column
each

C.n
condition

This cokumn indicates the level of support required in

to be conformanced with ISO 8823.

This column indicates the level of implementation of

feature

Mandatory

Optional

Passed through from Session unrestricted
Not Applicable

The item is conditional (where "n" identifies the

that is applicable).




150 HAS
Status Supports
Item [Mode D 1
1 ¥.410 (1954, 1]
2 Hormal 0

Table C-2 Protocol Mechanisms.

Note: One of these modes is mandatory if a system claims conformance
to
this standard.

Eeference IS0 KRS
IS0 5323 sStatus sSupports

Item |[Presentatiom Fumctiomal wnit 5.4 D I

1 Fernel I} I}

z Presentation context Management i

3 Fresentatlon ConteXt Restoratlon [

Table C-3 Functional Units Part 1.
geference HEL HRS
Is0 8823 Status Supports

Item |[Sessionm Functiomal Umit 5.4 D I

4 Hegotlated Release 0

[ Half-Duplex i

] Duplex 0

i Expedited Data 0

g Typed Data 0

k] Capability Data Exchange 0

110 Milnor synchronlze 0

11 Major synchronize i

12 Resynchronzle 0

13 Exceptions i

|14 [activity Management Jo

Table C-4 Functional Units Part 2.

Complete the appropriate tables in Table J-5 thru J-17 only if support of the functional

unit are claimed in Table J-3 or J-4.




Reference I50 HAS IS0 HAS
IS0 8823 status Supports status supports
Item |Presemntatiom PPDU H/R send Eeceive
D I 1} I
1 [53 [ [
2 CPA [ [
3 CPER [iE] [
4 ARF [Z] [Z] 1] 1]
Rk ARVU ] ] M M
6 TT H 7] ] ]
Table C-5 Kernel Functional Unit Part 1.
Reference 150 LR 150 WS
150 8823 Status Supports Status supports
Item |[Session Frimitive H/ R Send Eeceive
L I L I
7 S—REL-reqg 1] ] 1] 1]
i S—REL-Isp 1] ] 1] 1]
Table C-6 Kernel Functional Unit Part 2.
Eeference IS0 HAS IS0 HAS
IS0 $823 Status Supports Status Supports
Item |Presemtatiom PPDU H/R Send Receive
1} I 1} I
1 Al 1] 1]
2 ACA 1] 1]
Table C-7 Presentation Context Management Functional Unit.
Eeference IS0 HAS IS0 HAS
IS0 8823 Status Supports Status Supports
Item |[Session Primitive H/R Send Receive
1} I 1} I
il S—REL-rsp(—)/scnl{—) 0 H
z S—GT—CLEeqs ind 1] H
3 S=FT—-reqgsind i [}
Table C-8 Session Negotiated Release Functional Unit.
Beference IS0 HAS IS0 HAS
IS0 8823 status Supports status supports
Item |[Session Primitive H/R Send Eeceive
1} I 1} I
il E—GT—TEq, 1md 1] H
z E—FT—TEqQ, 1nd 1] H

Table C-9 Session Half Duplex Functional Unit.




BReference I50 HAS I50 HAS
IS0 $823 Status Supports Status Supports
Item |[Presentatiom FPDU H/R Send Receive
1] I 1] I
il TE 1 H
Table C-10 Session Expedited Data Functional Unit.
BEeference 150 HAS 150 HAK
Is0 3833 Status Supports Status Supports
Item [Presentation rrRV H/R Eend Begeive
1] I 1] I
1 TTD
Table C-11 Session Type Data Functional Unit.
Reference I%0 HAK I%0 HAK
IS0 §823 Status Supports Status supports
Item |[Presentation PPDVU H/R Send Receive
1] I 1] I
il TG 0 H
z TLE H H
Table C-12 Session Capability Data Exchange Functional Unit.
BReference I50 HAS I50 HAS
IS0 $823 Status Supports Status Supports
Item |[Sessiom Primitive H/R Send Receive
1] I 1] I
1 S—SYHM-regs 1nd 0 £}
z S—SYHM-rspsont 0 £}
3 2=GT—reqgsind i [}
! S-FT-LEQ; 100 1] H
Table C-13 Session Minor Synchronize Functional Unit.
Reference I50 HAS I50 HAS
IS0 8823 status Supports status supports
Item |[Sessiom Primitive H/R Send Beceive
1] I 1] I
1 S—SYHM-reqs 1nd 0 M
2 S—SYHM-rspsont M M
3 S—GT—regsind i M
1 S-FT—CLEeq, 100 1] H
Table C-14 Session Major Synchronize Functional Unit.
Reference I50 HAS I50 HAS
IS0 8823 status Supports status supports
Item |[Fresentatiom FPFDVU H/R Send Beceive
1] I 1] I
1 ESA [J] [J]
2 kS 1] [J]




Table C-15 Session Resynchronize Functional Unit.

Reference IS0 HLS IS0 HAS
IS0 8823 Status Supports Status Supports
Item |[Session Primitive H/R Send Eeceive
|1} 1 |1} 1
il S—ACTS—Cerq, ind ] H
z S—ACTE—-Ceq, ind ] H
] S-ROTI-reqgsind i H
) E-LUTI-L5p/ ind M M
5 S—ACTD-reqg/ ind 0 H
n E-ACTL—Csp, ind 7 7
ki E-AUTE—CE(, 1nd ] 7
F] S—-ACLTE—-rspsoni [t} [t}
] B—GT-L&07 100 ] B
i S-FT—-reqgsind i [
[11 [s-te-regsind |o L
Table C-16 Session Activity Management Functional Unit.
Reference I50 HAS I50 HAS
IS0 8823 status Supports status supports
Item |[Sessiom Primitive H/R Send Beceive
1] I 1] I
1 S—UER-reqgsind 0 M
2 S—-FER-1nd - M
Table C-17 Session Exceptions Functional Unit.
Complete the appropriate tables in Table J-18 thru J-57 only if support of the relevant
PPDU was claimed in Table J-5, J-6, J-7, ..., or J-17.
Eeference IS0 HAS
Is0 8823 Status Supports
Item |Presentation 6.2_2. Tabhle D 1 Yalue
1, 6.2
1 talling Fresentatlon selectar 0
2 called FPresentatlon selector i
3 Mode selector 2]
! Fresentatlon conteXt deflnitlon 1]
list
5 Defaunlt context name 0
[ Frotocol wersion i
i Usel Ses510n reqUIrements i
] User data i

Table C-18 Connect Presentation - Presentation-Protocol-Data-Unit (CP PPDU)- sending

Part 1.




Reference IS0 HAS
IS0 8823 status Supports
Item |[Mapped to Session Service 6.2.2. Table D 1 Yalue
1. 8.2
110 talling Sessilon address P
11 ralled Session address 3
12 ommality of service P
13 BEevlised Sesslon regqulrements P
14 Initial syanchrenizatien peint P
serial number
ik Initial assigoment of tokens
i@ Sesslon connectlon ldentifier F
Table C-19 CP PPDU - Sending Part 2.
Reference IS0 HAS
Is0 G823 statis Supports
Item |[Presemtationm 6.2.2; Table 1] I ¥alue
1; 6.2
1 ralling Fresentatlion selector M
2 ralled Presentation selector M
3 Mode selector M
4 Fresentatlon context definition 2]
list
5 Defanlt context name H
] Frotocol wersion M
i Presentatlon reguilrements M
] User Session reguirements M
k] Tser data M
Table C-20 CP PPDU - Receiving Part 1.
Eeference IS0 HAS
IS0 8823 sStatus Supports
Item |[Mapped to Session Service 6.2_2: Table D 1 Yalue
1; 6.2
10 ralling Session address F
11 ralled Session address F
1z oguality of serwice F
13 Eevlsed Sesslon requlrements F
14 Initial syachronization point P
serial number
15 Initial assigoment of tokens F
16 Session connection ldentifier F

Table C-21 CP PPDU - Receiving Part 2.




Reference IS0 HAS
IS0 8823 status Supports
Item (Presemtatiom 6.2_3; Table 1] I Yalue
2, 8.2
1 Besponding Presenatlon selector 0
2 Mode selector M
E] Presentation context definition i
result list
4 Protocol wersion 0
5 Presentation requirements i
[ User S&s3100 reguirementis i
i User data i
Table C-22 Connect Presentation Accept (CPA) PPDU - Sending Part 1.
Reference isd HAS
IS0 8823 Statuc Supportc
Item |[Mapped to Session Service 6.2.3; Table D 1 Yalue
2, 8.2
E] Bespondilng Sesslon address P
L] ommality of service P
10 Bevised Session regquirements P
11 Initial syachronlzatlon polnt P
serial number
12 Initial assigoment of ftokens P
13 Sesslon connectlon ldentlfler F
Table C-23 CPA PPDU - Sending Part 2.
Reference IS0 HAS
IS0 8823 sStatus Supports
Item |Presentatiom 6.2.3: Table D 1 Yalue
2, 6.2
1 Eesponding Presentatlon selec- M
tor
z Mode selector
] Presentation context definition
result list
4 Protocol wversion M
L) Presentation reguirements M
] User Sesslon rLegqulrements £}
i User data £}

Table C-24 CPA PPDU - Receiving Part 1.




Reference IS0 HAS
IS0 8823 status Supports
Item |[Mapped to Session Service 6.2.3; Table D 1 Yalue
2, 8.2
E] Bespondilng Sesslon address P
L] ommality of service P
10 Bevised Session regquirements P
11 Initial syachronlzatlon polnt P
serial number
12 Initial assigument of ftokens P
13 Sesslon connection 1dentifier 3
Table C-25 CPA PPDU - Receiving Part 2.
Reference IS0 HAS
IS0 G823 statis Supports
item |Presenmtation 6_2.4; Table b i Value
3, 8.2
1 Eesponding Presentatlon selector i
2 Fresentatlon context definition i
resnlt list
3 FProtocol wersion i
4 Default context result i
L) Provider reason 0
] Tser data i
Table C-26 Connect Presentation Reject (CPR) PPDU - Sending Part 1.
Eeference IS0 HAS
IS0 §823 Status Supports
Item |[Mapped to Sessiom Service G_2.4;: Tahle |D I Value
3, 8.2
i Eesponding Sesslon address F
[ guality of serwice F
E] Session regquirements F
10 Session connection ldentifier F
Table C-27 CPR PPDU - Sending Part 2.
Eeference IS0 HAS
IS0 8823 Status Supports
Item |Presentation 6.2_4; Tahle |D 1 Yalue
3, 8.2
1 RBesponding Presentatlon selector 7]
2 Fresentatlon conteXxt deflnitlon 7]
resnlt list
3 Frotocol wersion M
4 Default context result M
L Frovider reason M
] Tser data M




Table C-28 CPR PPDU - Receiving Part 1.

Beference H MRS
IS0 8823 Status Supports

Item |[Mapped to Session Service G.2_d4; Tahle |D I Yalue
¥, 0.&

i RBesponding Sessilon adoress P

E] Guality of serfvice P

] Session regquirements P

i Sessign connection identifier P

Table C-29 CPR PPDU - Receiving Part 2.
Reference IS0 HAS
Is0 $823 Status Supports

Item |Parameter 6.4 .2; Table |D 1 Yalue
5, 8.2

1 Fresentatlon conteXt ldentifler i

list

2 Usel data [

Table C-30 Abnormal Release User (ARU) PPDU - Sending.
Reference IS0 HAS
IS0 8823 sStatus Supports

Item |Parameter G.id_ 2. Tahle |D 1 Yalue
5, §.2

1 Presentatlon context i1dentifier M

list

z Tser data M

Table C-31 ARU PPDU - Receiving.
Reference IS0 HAS
IS0 8823 status Supports

Item |Parameter G.d4_3; Tahle |D 1 Yalue
G, 8.2

1 Frowvider reason i

2 Event ldentifler i

Table C-32 Abnormal Release Provider (ARP) PPDU - Sending .
Reference IS0 HAS
IS0 8823 sStatus Supports

Item |Parameter G.id_3; Tahle |D 1 Yalue
G, §.2

1 Provider reason

2 Event i1dentifier

Table C-33 ARP PPDU - Receiving.




Reference IS0 HAS
IS0 8823 status Supports
Item (Parameter 6.5 2. 1] I Yalue
Table 7,82
1 FPresentatlon conteXt addition list 1]
2 FPresentation context deletion list 1]
3 User data 1]
Table C-34 Alter Context (AC) PPDU - Sending.
Eeference IS0 HAS
IS0 5323 Status supports
Item |Parameter 6.5_2, Table |D 1 Yalue
7.8.2
1 Fresentatlon context addition list M
2 Fresentatlon context deletion list M
3 User data
Table C-35 AC PPDU - Receiving.
Reference IS0 HAS
Is0 G823 Status Supports
Item |[Parameter 6_5_3; D I Value
Table 8,8_2
1 Presentatlon context addition result i
list
2z Fresenatlon contexXt deletlon list i
3 User data i
Table C-36 Alter Context Acknowledge (ACA) PPDU - Sending.
Reference IS0 HAS
IS0 8323 Status supports
Item |Parameter 6.5_3; Table |D 1 Yalue
§.8.2
1 FPresentatlon conteXt addition list M
2 FPresentation context deletion list M
3 User data M
Table C-37 ACA PPDU - Receiving.
Eeference IS0 HAS
IS0 5323 Status supports
Item |Parameter 6.6_2.1; .2 |D 1 Yalue
1 Tser data i
Table C-38 Presentation Data (TD) PPDU - Sending.
Reference IS0 HAS
IS0 8323 Status supports
Item |Parameter 6.6.2.1; .2 |D 1 Yalue
1 Usel data [Z]




Table C-39 TD PPDU - Receiving.

Eeference IS0 HAS
IS0 8823 Status supports
Item |Parameter 6.6_2_1; D 1 Yalue
Table &, §.2
1 Tser data i
Table C-40 Presentation Typed Data (TTD) PPDU - Sending.
Beference HEL R
IS0 8323 Status Supports
Item |[Parameter 6. 6_2_1: D I Yalue
Tablie &, §.2
1 User data ]
Table C-41 TTD PPDU - Receiving.
Reference IS0 HAS
Is0 8823 Status Supports
Item |Parameter 6. 6.2.1; 8.2 |p I Yalue
1 Tser data i
Table C-42 Expedited Data (TE) PPDU - Sending.
Reference IS0 HAS
IS0 8323 Status supports
Item |Parameter 6.6.2.1; .2 |D 1 Yalue
1 Usel data [Z]
Table C-43 TE PPDU - Receiving.
Reference IS0 HAS
Is0 8823 Status Supports
Item |Parameter 6. 6.2.1; 8.2 |p I Yalue
1 Tser data i
Table C-44 Capability Data (TC) PPDU - Sending.
Eeference IS0 HAS
IS0 8823 Status supports
Item |Parameter 6.6_2.1; .2 |D 1 Yalue
1 Tser data M
Table C-45 TC PPDU - Receiving.
Beference IS0 HAS
IS0 8823 sStatus Supports
Item |Parameter 6.6.2.1; 8.2 1] I Yalue
1 User data 1]

Table C-46 Capability Data Acknowledge (TCC) PPDU - Sending.




Reference IS0 HAS
IS0 8323 Status supports
Item |Parameter 6.6.2.1; .2 |D 1 Yalue
1 Tser data [Z]
Table C-47 TCC PPDU - Receiving.
Beference IS0 HAS
IS0 8323 Status Supports
Item |[Presentatiom 6.8_2; Table |D I Yalue
12. &.2
1 FPresentatlon context ldentilfier list cd
z User data 0
Table C-48 Resynchronize (RS) PPDU - Sending Part 1.
Beference IS0 HAS
IS0 8323 Status Supports
Item |[Mapped to Sessiom Service 6.8 2, Table |D I Yalue
12, &.2
k] Eesynchronlze type F
4 synchronization poilnt serlal number F
[ Tokens
Table C-49 RS PPDU - Sending Part 2.
Reference IS0 HAS
IS0 8323 Status supports
Item |Presentatiom 6.8_2; Table |D 1 Yalue
12, 8.2
1 Presentatlon context ldentifier list rh
2 User data
Table C-50 RS PPDU - Receiving Part 1.
Reference IS0 HAS
IS0 5323 Status supports
Item |[Mapped to Session Service 6.8 _2:Table D 1 Yalue
12, &.2
k] Eespnchronize type P
[ Synchronization polilnt serial number P
[ Tokens
Table C-51 RS PPDU - Receiving Part 2.
Reference IS0 HAS
IS0 5323 Status supports
Item |Presentatiom 6.8_3; Table |D 1 Yalue
13, &.2
1 Presentatlon context ildentifier list i
2 User data i

Table C-52 Resynchronize Acknowlege (RSA) PPDU - Sending Part 1.




Reference IS0 HAS
IS0 8323 Status supports

Item |[Mapped to Session Service 6.8_3; Table |D 1 Yalue
13, 8.2

K] Synchronization point serial number

TOKEns

Table C-53 RSA PPDU - Sending Part 2.
Eeference 150 HAS
IS0 5323 Status supports

Item |[Mapped to Session Service 6.8_3; Table |D 1 Yalue
13, 8.2

1 Fresentatlon context ldentifier list

2 User data

Table C-54 RSA PPDU - Receiving Part 1.
Eeference IS0 HAS
IS0 5323 Status supports

Item |[Mapped to Session Service 6.8_3; Table |D 1 Yalue
13, 8.2

3 Synchronization polilnt serial number F

TOKEens F

Table C-55 RSA PPDU - Receiving Part 2.
Eeference IS0 HAS
IS0 8823 Status supports

Item |[Primitive H/R D I Yalue

1 S-REL-req 0

2z S—-REL-rsp i

3 E—FT—Lf( 1]

4 S—-SYHM-req 0

L S—39HM-Isp 0

[ S—SYHM-req 0

i S—SYHM-Tsh 0

] S-UER-req i

] E—ACTS—LCRQ 1]

10 S-ACTR—req i

11 S—-ACTE-req 0

12 B—ACTE—L&] 1

Table C-56 Session Service Primitive not Carrying PPDUs - Sending.




Reference IS0 HAS
IS0 8323 Status supports
Item |[Primitive H/R D I Value
1 Z—-REL-1nd [Z]
Z Z-REL-cnt [0}
3 S—FT-100 H
4 S—SYRM—1nd ]
5 S—3YRM—cnf H
] S—SYHM—-1nd H
v S—5YHM—-cnt H
g S—-UER-ind H
] S-ACTS—1md H
in S—-ACTR—ind M
11 S—-ACTE—ind M
12 S—ACTE—COT H

Table C-57 Session Service Primitive not Carrying PPDUs - Receiving.




APPENDIX D

Profile Requirements List (PRL)
ISO 8073 Connection Oriented Transport Protocol Specification

When ISO 8073 is supported, the protocol implementation shall conform to the following
PRLs. For each value that's optional under the ISO Status column, it might be necessary
for the IRD/ICD writers to change it to mandatory or not applicable under the NAS
Supports column.

Item Beference IS0 HAS
IS0 6073-1566/ statis Siupports
Al Retwork connection management Add.1:19%8645 ] i
procedure
F Explicit proftocol identification add 1.195% Al Al:o
Table D-1 Addendum 1 - Network Connection Management Subprotocol (NCMS).
Item Class Reference IS0 HRS
IS0 §073-1988/ Status Supports
] tlass 0 14 0.1 HiR
[ tlass 1 14 co:0 RS
[ tlass 2 14 0.1 RAR
[ class 3 14 Cd: o HSR
cd tlass 4 operatlon over CORS 14 Ca: 0 0
|c4L |zlass 4 operation over CLH:S |14 Jzi:o Ju

Table D-2 Classes Implemented.

Note: ANNEX A (PICS Proforma) of ISO 8073:1988/AM3:1991 can be
referenced
for additional information.
1
M Mandatory

0 Optional



C.n Optional, but support at least one of the group of options

labelled by the same numeral n is required.

Index This predicate symbol means that the status following it
applies only when

the PICS states that the feature identified by the index 1is

supported

Index When this group predicate is true the associated clause should

be
completed

N/A Not Applicable

P Prohibited
Item Class Reference IS0 HRS
IS0 §073:1988s0dd 1 Istatus Supports

Kl Explicit protocol identification Bo2.2 AZ:H AZ:H
RZ Retwork connection management h.o3.1 a i
K3 Diagnostic T.e02, T.7 i i
H4 Actlve networflk connectlon recow- K B 1 i

BLY
& Fassiwve network connectlon recaw- |[7.4.3 Hi 0OR Ri OF H4:H

gLy R4:H
HE Is an HCM TPDVU with assigoment B4 ] 0

right set to RA alwaps rejected

with H—DISCORHECT request?
Table D-3 Network Connection Management Subprotocol (NCMS) Functions.
Item Class Reference IS0 HRS

IS0 $073:-1988 Status Supports

Ikl Initiating CE TPDU 14 .k a) 0.2 M
Ik Responding Lo CR TEDU 14 & b 0.2 H
Table D-4 Initiator/Responder Capability for Protocol Class 0-4.
Note: ISO 8073 requires that at least one of the options marked "O.2"
shall be

implemented.

When ISO 8073 class 4 is supported, the protocol implementation shall conform to the

following PRLs:




Item Function Reference IS0 HAS
(IS0 8073:1988) sStatus Supports
T4F1 TPDU Transfer B2 3] 2]
[TAF ¢ TR ] 3] 3]
T4F 3 Reassembling B.3 o] M
[TdF4 SeEpAratiom .4 H H
[TdF L Connection establishment b & [Z] M
T4F & Connection refusal 6.6 o] M
TAE " Data TFDU RUMDELInG (OOIMALY E 10 H H
TAE S Retention uwntil acknowledgemsnt .13 M ]
of TEDUs {AK)
T4F 49 Explicit flow control .16 M M
T4F1U Checksum B.o17 M ]
T4F11 FrozZen reference L] M ]
T4F1Z Retransmission on time—ount 6,18 o] [0}
T4F13 REesequencling L [Z] M
T4F14 Inactlwvity control CEE! [Z] M
Table D-5 Supported Functions for Class 4 (C4 OR C4L) Part 1.
Note: c4 - Class 4 operations over CONS
C4L - Class 4 operations over CLNS
The following functions are mandatory if Class 4 is operated over CONS:
Item Function Eeference IS0 KRS
(IS0 §073:-1988) Status Supports
T4F15k Assignment to network conmection p.1.1 0] [0}
when operating ower COHS
[TAF16 Hormal release when operating LR [Z] M
ower COHS (explicit)
TAF 17 ASs0C1AL1l00 0L TPUUS WiLK Trams- B0 1 H H
prot connections when operating
over COHS
TAF1n Expedited data transfer when op- h.o11.1 [Z] M
erating over CORS (Retwork nor-
mally
T4F19 Multiplexing when operating owver B, 15 3] M
CORS
T4F 20 Demultiplexing when operating 6. 15 o] M
over COHS
TdF ] Treatment of protocol errors when [6.22.1 2] M
operating owver COHS
TAdF 22 Eecomblning when operatlng ower LR 7] I}
CORS

Table D-6 Supported Functions for Class 4 (C4 OR C4L::) Part 2.

The following functions are mandatory if Class 4 is operated over CLNS:




Item Function Reference IS0 HAS
(IS0 8073:1988) sStatus Supports
T4F &3 Transmission ower CLHS 6.1.2 3] 2]
[TAF 24 Rorfmal release when operatlng L [Z] [Z]
ower CLHS {explicit)
[TAF 25 Ass0Cilakbion of TPUUS WiLh Trams- B0 2 H H
port connections when operating
ower CLHS
FEYE Expedlted data transfer when op- B.11. 2 [Z] [Z]
erating owver CLRZ (Hetwork noc-
mally
TAF 27 TLeaLMenl Of PLOLOCOL BLLOLS WHER |B.ZZ. 2 ] H
operating over CLHS
Table D-7 Supported Functions for Class 4 (C4 OR C4L::) Part 3.
The following elements of procedure are optional:
Item Function Reference ISD HAS
(IS0 8073:1988) status sSupports
T4F28& Data TPDV numbering {extended) 6. 10 i i
TAF 29 Ron-1se 0L CIHECESUm Bo17 ] 1]
T4F 30 cConcatenation 6.4 i i
Table D-8 Supported Functions for Class 4 (C4 OR C4L::) part 4.
The following functions is optional if Class 4 is operated over CONS:
Item Function Beference IS0 HAS
(IS0 8073:1988) Status Supports
T4F31 Splitting when operating owver B.23 i i

CORS

Table D-9 Supported Functions for Class 4 (C4 OR C4L::) Part 5.

The following TPDUs and the parameters are mandatory if a corresponding predicate in
the status column is true:

Item TFDVs Beference IS0 HAS
(Is0 8073:1988) Status Supports

ST1 LR supported on 13.1 IR1:M IR1:M
transmission

(5T 2 CE SUppOLLED o0 CE- 15 1 TE:: B TE:. K
ceipt

[ET 3 Y suppoCLed oo 151 TER:: H TER:: H
transmission

T4 7Y SUppOLLed on re- 3.1 TE]1:H TE]L:H
ceipt

STE LE supported on 13.1 IRZ:H IRZ:H
transmission




STk DE supported on re- 13.1 IR1:M IR1:M
ceipt

STV jils supported on 13.1 c4 0R £4L: M c4 OFR C4L:
transmission M

[T o oo supported on re- 13.1 ¢4 0F 4L M td OF C4L:M
ceipt

TS OT SUppOCLEd on 3.1 H H
transmissinn

ET10 OT sUppoOCLed om LE- 15 1 H H
ceipt

ST11 ED supported on 13.1 td4 0F C4L:M td OF C4L:M
transmission

5TiZ ED supported on re- iz 1 24 0FR C4L:w t4 OFR C4L:u
raint

ST13 Ak sup;ﬂrted on 13.1 ¢4 OF c4L:H ¢4 OF C4L:H
transmission

STI14 AL supported 00 re- 13.1 td 0OR C4AL:M cd OR C4L:M
ceipt

ST1h EA supported on 13.1 cd 0F c4L:H cd OF C4L:H
transmissinn

5T1h EA supported on re- 13.1 zd 0OF c4L:H cd 0OF C4L:H
ceipt

ST19 EER supported on re- 13.1 M M
ceipt

Table D-10 Supported TPDUs Part 1.

Item Function Reference IS0 HRS

(Is0 8073:-1988) Status Supports
SER4L tlass 4 over CLHS B.22.2 il M

Table D-11 Supported Parameters of Issued TPDUs.

The following TPDUs are mandatory if a corresponding predicate in the status column is

true:
Item TFDVU s Reference IS0 HAS
IS0 $073:1988/Add 1 Status Supports

sH1 UH supported on g.1 Al:H Al:H
transmission

SH:z TR supported on re- a. 1 Al:H Al:H
ceipt

SHZ HiH supporfted on .1 Ri:H Ri:H
transmission

SH4 HIHM supported on re- d.1 Hi:M Hi:M
ceipt

SHE DIAG supported on .1 Ri:H Ri:H
transmission

SHEe DIAG supported on re- .1 Ri:H Ri:H
ceipt

SHY HiHE supported on g.1 SR4 ARD SR4 ARD HOT
transmission HOT HA:HM He:H

SHE RCMC supported on re- a. 1 FP1:H FP1:H

ceipt




Table D-12 Supported TPDUs Part 2.

Note: SN3 AND the only supported value in IC5 is "receiver".

The following parameters are optional if a CR TPDU is issued with preferred Class 4:

Ttem Supported Parameters Reference I80 WAS
IS0 §073:1958 Status Supporxts
T4CRT talled TSAF ID i3.3.4 a) 0 a
T4dCRGD Calliiy ITGZAF ID 15 5.8 a0 ] ]
I4CRS TPOV size 15.5.4 b} i i
ISCRID VELS Lo number 13.3.8 ¢} ] i
ISCR1I1 Frotectliol parameters 13.3.8 43 ] i
I4ckiz Additional option selection i3.3.4 ) 1] i
T4dCR13 JThroughput 13.3.4 1) ] ]
ISCRI1IS REsidnal erroarl rate 13.3.8 &} ] i
I4cR15 FPriority FAR-STL-043R 1} i
T4Cn1s  I1Transit delay 13. 3.4 n: 7] 7]
T4cR17 Acknowledge Time 13.5.4 h) ] 0
Table D-13 Supported Parameters for Class 4 TPDUs (C4 OR C4L) Part 1.
The following parameters are optional if a CC TPDU is issued in Class 4:
Item supported Parameters BReference IS0 HAS
IS0 $073:-1988 Status Supports
I4ceh ralled TSAF ID 15.4.4 i i
Tdcey Calling TEAF IO 15 4.4 ] ]
T4e00d TEFDU size 13.4 .4 i} a
T40RY Protectlon parameters 13.4.4 i 0
T4ecln Additional option selection 13.4.4 i 0
I4ccll Acknowledge time 13.4.4 ] 0
Tdccis  [Throughput 15 4.4 ] ]
Taccls Residual error rate 15.4.4 i i
Idceld Friority FAAR-3TO-043A i [l
TdCe1h  [Troansit delap 15 4.4 ] ]
Table D-14 Supported Parameters for Class 4 TPDUs (C4 OR C4L) Part 2.
The following parameters is optional if a DR TPDU is issued in Class 4:
Item Supported Parameters Eeference IS0 KRS
IS0 $073-1958 Status Supports
I40E4 Additional information 13.5.4 a) i i

Table D-15 Supported Parameters for Class 4 TPDUs (C4 OR C4L) Part 3.

The following parameters is mandatory if a AK TPDU is issued in Class 4:




Item supported Parameters Reference ISD HAS
IS0 §073:1958 sStatus Supports

I4Aak4 Flow control confirmation 13.9.4 ¢ i M

Table D-16 Supported Parameters for Class 4 TPDUs (C4 OR C4L) Part 4.

If the implementation can reduce credit and does so in the manner outlined in ISO 8073
clause 12.2.3.8.2, then subsequence number in AK TPDU is mandatory. Otherwise
complete itme [4AKS.

Ttem Supported Param

o
]

] o=
[y ]
[
[~
-
]
ey
]

=t] =l W
o] BT
. [ ]

'
J:1958 status Supporxts
b

= VI_

I4AKR Subseguence Humber

R+l

Table D-17 Supported Parameters for Class 4 TPDUs (C4 OR C4L) Part 5.

The following parameter is optional if an ER TPDU is issued in Class 4:

Item supported Parameters Reference ISD HAS
IS0 §073:1958 sStatus Supports
I4ER3 Inwalid TERDU 13.12.4 a) i i

Table D-18 Supported Parameters for Class 4 TPDUs (C4 OR C4L) Part 6.

If use of checksum has been selected then it is mandatory to process a checksum
parameter in the following TPDUs:

Item TPV Reference ISD HAS
IS0 §073:1958 sStatus Supports

Edccch  Jocc TEDU 13.4 .4 t

FA4LECI  JUE TELDU 15 5.4 01 3] 3]
E4Dcch |OC TEDU 1364 t t
FALTch  JUT TEDU 15 7.4 H H

FAdEDCL |ED TEDU 15 6.4 H H

EdAkch |AE TRDU 13.9.4 a3 i H
FAEACL |EA TEOU 15.10.42 ¥

FAdERCIL  |EE TEDU 15 12.4 o9 H

Table D-19 TPDUs in Class 4 (C4 OR C4L).

Item Fsexr Data Eeference IS0 KRS
IS0 §073:1958 status sSupports

D4ICE User data of up ta 32 octets in a |13.3.56 3] M

CE with preferred class 4
paTc User data of up Tto 32 octets 1n a [13.4.5 [Z] M

ceo
D4TDE User data of up ta ed octets 1n a |13 5.k M M

i)

Table D-20 User Data in Issued TPDUs Class 4 (C4 OR C4L).



For Classes 1 to 4, if it is possible to initiate a CR TPDU then it shall be possible to
receive the following:

Item TFDV Vsexr Data Eeference IS0 HRS
Toma ONT3 _ AD0G0 (=X JEW T Daew o ool =
AW UUJSJC LJUU o LdLWy SRS L
T O n =] e -~ e EI o - Aom 40 d [= o [T}
F Ny P UL Lo L (LS (1= (L= Y-8 Ll a [y E AT pal [ [}
TR
DEDE 64 octets of user data in a DE 13 6.5 [Z] 1]
TPOU

Table D-21 User Data in Received TPDUs Part 1.

For Classes 1 to 4, if it is possible to respond to a CR TPDU then it shall be possible to
receive the following:

Item

TPFDV User Data Beference IS0 HAS
Is6 G073-1560 statis Siupports
DECE 32 onctets of user data in a CR 13.3.56 [Z] M
TFDU
Table D-22 User Data in Received TPDUs Part 2.
Item Feature Beference HAS
IS0 8073:1988 Supports
R The preferred class in the CR 6B.EE g0 tlass 4
TFDU may contain any of the
classes supported by the imple-
mentation
Table D-23 Class Negotiation - Initiator.
Item Preferred Class Reference IS0 Allowed HAS
IS0 $073:-1988 values Supports
KAach tlass 4 owver CLHS 6.R.Ej Hone Hone
Table D-24 Class 4 Over CLNS.
Note: The class cannot be negotiated since Class 4 is the only class allowed over CLNS.
Item Preferred Class Reference IS0 Allowed wvalues HLRS
150 §073:1988 Supports
ECd What classes can pou respond 6.5.4 h) Table |2, 4 or connection 4
with if CR proposes only 3 refused depending on
class 47 classes supported
ECda What classes can pou respond 6.5.4 h)y Table |0,1,2,3,4 or connec- |4

with if CR proposes class 4
as preferred class and the
alternative class parameter

is presents

3

tion refused depend-
ing on classes sup-
ported and coding of
alternative class

Table D-25 Class Negotiation - Responder Side.




Item

Reference IS0 status HRS
I50 8073-19838 Supports
TS If maximum TFDU size is pro- 14 & 2] L]
posed in a R TPDU then the
initiator shall support all
TPDV sizes from 128 octets fo
the maximam propesed ?
Table D-26 TPDU Size Negotiation Part 1.
Item Preferred Class Eeference IS0 Allowed HAS
isd 6673-15696 valies Supports
Tdasi what is the largest wvalue of the 14 .8 &) dme of 12§, dme of 124,
maximum TPDV =size parameter in a ike, R1Z, 1024, 1:2Re, R1Z,
CR TPDU with preferred class 4 Zn4as, 40%& 1024, 20435,
gisz 4056, 8162
FEE What 15 Lhe Largest walue of the 1.8 &) dme of 1zd, dme of 12d,
maximum TPDV size parameter which ike, R1Z, 1024, 1:2Re, R1Z,
may be sent in a CcC TPDU when ZN4as, 40%&, 1024, 20435,
class 4 is selected? §142 diige, 8192
Table D-27 TPDU Size Negotiation Part 2.
Item Extended Format Eeference Allowed Values HAS Supports
IS0 8073-1988 Yalues
REF3 What formats can wow propose B.h.d K normal, extended Jnormal,
in the CR TFDVU in class 47 .58 o extended
HEF#h What formats can wou select 1n [6. 5.4 k) normal, extended [normal,
a oo when extended has bheen 6.E.E g extended
proposed in CR in class 47
Table D-28 Use of Extended Format.
Item Reference IS0 Status HAS Supports
I50 $073:1988
TED1 Is the expedited data indica- |&.5.4 1}, 3] [J]
tion supported in CE and C¢ 6.5 6 m)
TFOU?

Table D-29 Expedited Data Transport Service.

in ¢ when non use of check-
sum has been proposed in CE?

L Ty
§.5.5 k)

Item Honm Use of Checksum Eeference Allowed Values HAS Supports
Is0 S073:19488 Yalues
Ruecl What proposals can pou make B.E.d m) non nse, use non nse, Nse
in the CER?
RUCZ What proposals can pon make non use, Nse non use

Table D-30 Non-use of Checksum ((CA OR C4L) AND T4F29::))

Item Reference IS0 Allowed HAS Supports
IS0 8§073-19838 Yalues values
FE4L tlass 4 over CLHS b.22.2.3 C4L:ER, DR Dis- EE, DR Dis-
card card




Table D-31 Action on Receipt of a Protocol Error.

The following actions are mandatory:

Item Event Eeference IS0 status HAS Supports
150 #073:1988
RE1 A parameter not defined in 15.2.3 ] [J]
Is0 §073 shall be ignored
ERZ An inwalid walne in the al- 1523 7] 3]
ternative protocol class pa-
rameter shall be treated as a
protocol errcor
ERZ An inwalid walne in the class 113.2Z.3 2] [3]
and option parameter shall be
treated as a protocol error.
EEd dn receipt ol COe AQOICIONAL 13.3.4 ] i
option selection parameter
bits & to &, and bits 4 to 1
if not meaningful for the
proposed class shall be ig-
nored.
EES If not-use of explicit flow 13. 2.3 [Z] 7]
control is proposed and bit 1
of the additional option
selection eguals 1, it shall
be treated as a protocol er-
ror.
EEA On receipt of the class op- 13.3.3 o] H
Lion parameter bits 4 fto 1 if
not meaningfnl for the pro-
posed class shall be ignored.
Table D-32 Actions on Receipt of an Invalid or Undefined Parameter
in a CR TPDU
Part 1.
Item Event Reference Actions Allowed HAS Supports
I50 §073:1988
EE7 A parameter defined in IS0 13.2.3 Igqnore, FProtocol |Ignore, Fro-
8073 (other than those caovw- Error tocol Error
ered above) and having an
inwvalid walue
Table D-33 Actions on Receipt of an Invalid or Undefined Parameter

in a CR TPDU

Part 2.

The following actions are mandatory:




Item Event Reference IS0 Status HAS Supports
I50 $073:1988
Il A parameter not defined in 13.2.3 M M
Is0 8073 shall be treated as
a protocol ercor
Iz A parameter which has an in- 13.2.3 o] 3]
valid walvue as defined in ISo
G073 shall be treated as a
protocal error.
UL A TFDU Leceived WiLL & CIECK- |B.17. 3 [Z] 7]
fclass sum which does not satisfy
4 only) Jthe defined formula shall be
discarded.
Table D-34 Actions on Receipt of an Invalid or Undefined Parameter
in a TPDU

The following actions are mandatory if Class 4 is supported:

Other Than a CR TPDU.

Item Event Eeference IS0 Status HAS Supports
150 80731988

TAl Tl 1z2.2.1 2] [1]

[TAZ i 12 2.1 M H

TAS I 12.2.1 2] H

TAd A 12.2.1 2] 1]

TAR L 12.2.1 2] 1]

Table D-35 Timers and Protocol Parameters Part 1.




APPENDIX E

Profile Requirements List (PRL)

ISO 8473-1 Protocol for providing the connectionless-mode network service: Protocol
Specification

Function Full Hom=Segmenting [Inactive
rrotocol sibset Subsel

PDU Ccomposition *1 1

FDU Decomposltlon =1 1

Header Format Analvsis *1 1

FOU LifeTime Control =1 1 HiA
Eoute FODU =1 1 HiA
Forward FODU *1 1 RSA
Segment FDU =1 HSR HSR
REeassemble FOU =1 RS RsA
Discard FOU *1 1 R/A
Error Reporting =1 1 H/A
Header Error Detection *1 1 H/R
Security *2 Z H/A
Complete Source ERoutelnd i i H/A
complete Route Eecordlng i i H/A
Echo reguest *2 2 H/R
Echo response = i H/R
Fartial Source Rounteing *3 3 H/R
Partial Route ERecording *3 3 H/A
Priorlty 3 3 H/A
003 Malntenance =3 3 HAA
congestion Hotification *3 3 H/A
Padding 3 3 HSA

Table E-1 Classification of the ISO 8473-1 Functions.

The functions in Table C-1 are consisted of three types and are defined in ISO 8473-
1:1994 as:

Type *1: These functions shall be supported.

Type *2: These functions may or may not be supported. If an
implementation does not support a Type 2 function and
the
function is selected in a PDU, then that PDU shall be
discarded, and an Error Report PDU shall be generated.



Type *3:
1:1994 can be

These functions may or may not be supported ISO 8473-

referenced for more descriptions on Type 2 or Type 3
functions.

A NAS ES or IS protocol implementation shall conform to the following PRLs. For each
value that's optional under the ISO Status column, it might be necessary for the IRD/ICD
writers to change it to mandatory or not applicable under the NAS Supports column.

Item |Capability Eeference IS0 HAS
(ISO/IEC TEC status Supports
§473-1-1994)

E:S End Swstem 0.1 0.1

Is Intermediate System 0.1 0.1

FL-r |:r:Full protaoceol [ M 7]

FL-5 |:<s5:Full protoceol [ M [J]

Res— [|<rrRon-segmenting subset i 3] 3]

T

Hi5— |<s:Ron-segmenting subset B2 I5:M Iz:M

s

IA5— |[:<r:Inactive subset hoZ E5:0 E5: 0

T

TAS— [<s:Inactive subset hod TAS-r:H TAS-C:H

s

38l [SRDEF for IS0 aold LE YR [T 0

SCLL |SROCF for clL Link Serwvice Gav7i—4 5. 3.1 0.z 1]

S¥&h [SRDEF for IS0 adls advE—-3 b4 [T 0

ATRH SRDCF for Mobile Subnetwork CR3/ATH-1 HSR TEMOE: M

SHDE SARP*s ref: Section 7 ISGRD: 0 "IS:

F

Table E-2 Major Capabilities.

Note:

ANNEX A (PICS Proforma) of ISO 8473-1:1994 can be referenced for

additional information.

A NAS ES protocol implementation shall conform to the following PRL for supported
functions.



Item Function Reference IS0 HAS
(IS0/IEC status Supports
8473-1-1994)
eFDIIC FOU composition b1 2] M
eFDOUD FOU decomposition 6.2 L] M
eHFA Header format analpsts K] [Z] 2]
ePOUL-5 [<s:PDU lifetime control 6.4 0] M
ePOUL-r [<rC:POU lifetime control b4 1] i
eRont Route POV [ 0] M
eFaorw Farward FDU [ 2] 2]
eSeqmn Segment FDU b7 2] 2]
eReas Reassemble PDU b. & 2] 2]
ellsc Discard FDU [ ] [J]
eErep Ecror reporting 6. 10 £} H
eEdec—5 |<s:Header error detection 6,11 0] [0}
eEdec—r [<r:Headerf error detectlon h.11 7] 7]
eSecu—5 [<3:3e8CULLLY &1 1] 7]
eSecu—r [<r:3ecucity & 13 1] 2]
ECRE—3 <s:homplete ronte recordlng [e.1h 1] 1]
ECRE—T «rxtomplete ronte recording 6. 15 ] 0
eFRE—5 <srPartial route recording 6,15 n 0
eFRE—T <rrPartial route recodlng b1k 1] 0
e[Sk Complete source routelng b, 14 1] 0
eFSE Partial source routeing b, 14 i] i
eFL1-5 <EFPLIOLCLILY RFE 1] [Z]
ePri-r <rrPriocity & I7 ] M
e005M—5 |<5:005 maintenance ) i H
e005M—C J<C>008 malntenance A i ]
gCong—s |<s:Congestlon notlflication B 1i B00sH— BO0SH—5:H
s M
etong—r J<r:Congestion notification 6,13 ] 0
ePadd-s [<s:FPadding b 12 1] i
ePadd-r [<r:FPadding b 12 2] M
eEreq Echo request .19 n 0
eELsp Echo response bdll 1] 0
BSEQS Create segments smaller b b 1] 0
than necessary
Table E-3 End systems - Supported Functions.
Item HEDV Reference IS0 HAS
(IS0/IEC Status Supports
§d473-1-1994)
[eDT—T DT(Iull pLOLOCOL) LCansmit T H H
eDT-r DT{full protocol)receive 7 0] [0}
[EDTHGE—T |DT(000-5GQnenting) LLansmit T Rii-5. M Res-5:H
eDTHS5-r [DT {non—-segmenting)receive 7 0] [0}
eER-T ER transmit BE] 7] 7]




eER-T ER receive 7.9 M M
eIR-T Inactlve FDU transmit fod IAs-5:H IAs—5:H
eIR-T Inactlve FOU recelve fod IAS-I:H IAS-1I:H
eERO-T EE0 Lraonmsit 7.10 eEreq:H eEreq:H
eERO-T ER0 recelve L1 [Z] I}
eERP—1L EEP Lraonmsit 7.11 eErsp:H eErsp:H
|sERF-r |ERP receive |7.11 Ju Ju
Table E-4 End Systems - Supported Protocol Data Units (PDUs).
Item Parameters Beference 150 HAS
(ISO/IEC Status Supports
§473-1-1994)
e0FXFL—3 “5rF1Xed Dart G ] ]
edFXFt-r «rrFixed part T2 ] ]
EOAALL-5 <5 rA0OCESSES R B ]
edaddr-r <rrAddresses 7.3 [ 3]
encay-s ss:legmentatlon part 7.4 H ]
cdiegq-r <rrfegmentation part 7.4 ] ]
edPadd-s <s:Fadding KL eFadd— ePadd—-s:H
s:H
edPadd-r srrPadding TR M 7]
edSecn-s <srSecurity 7803 eSecn— eSecu-s:M
s:HM
edigcu-r 4rrSecurity 7R3 Bigcu— ESECU-5: M
s:H
edCRE-5 ss:Lomplete route recordlng TRk eRE—-5: eRRE—5:M
edCRR-L srrtomplete route recording 7.8.5 eCRR—L: eCRE—I:H
edFPER—5 <srFartial route recording KL eFEE—5: ePRE—5:H
edFER—T <rrFartial route recording KL eFEE—IL: ePRE—IC:H
ed3R—5 <srtomplete source rounteing 7.5.4 eCSE:H eCSE: M
edPSR—5 <srFartial source routelng b4 eFSE:H ePSE: M
edlis5H-5 <5:005 maintenance 7008 cl:H cl:H
ed0osM—r <r»003 maintenance 7.5.8 ci:H ci:M
edFri-s <sFPL1OC1LY TR eFrl-s: eFri1i-s:H
edPri-r SCFPL1ority TR eFL1-1: eFr1-1r:H
edhata-s <5:Data 7.8 2] [J]
edData—r srxllata L] [Z] t
edUnsnps Are received PDVUs containing 6,21 M 3]
parameters selecting unsup-
ported Type & functions dis-
carded and where appropriate
an Error Eeport POV generated
2
edlUnsups Are parameters selecting un- B.21 M 1]
supported Type 3 functions ig-
nored ?

Table E-5 End Systems - Supported Data (DT) Parameters.




Note:

Definition of conditional status entries

cl: eQOSM-s OR eCong-s
c2: eQOSM-r OR eCong-r
Item Parameter Reference IS0 HAS
(ISO/IEC statis Siupports
§473-1-19324)
eeFXPL-5 <s5rF1xed part vd M H
egFxXFt-r <rrFixed part 7.8 M H
egfddr-= izrAddresses f3 [Z] [Z]
eenddr-r srrAddresses 7.3 2] 2
eePadd-s csrPadding TR E eFadd— eFadd—s:H
=:M
eePadd-r crrPadding - M H
EESECI—5 <5rfecurity TR, ESECT— ESecu—5:H
s: M
EESECU—T <rCrSecurlity K] eSecu— eSecu—r:H
r:M
egCRE-5 <srhomplete route recordlng 7.k eCER—-5 eCEE—5:H
egCRE-T crxtomplete route recording 7.8, eCRE-T eCEE-LC:H
eePRE-3 <srPartial route recorcdlng 1.0k eFREE—3 eFRE—5:H
eePRE-T srrPartial route recording 7.8.5 ePRE-L: ePEE-L: M
egCSE-5 <srhomplete source routelng 7.4 BCSE:H BCSE:H
egFSE-5 <srPartial source routelng 7.4 eFSE:H eFSE:H
ee00sSH-5 <5»00% maintenance T.h.8 cl:H cl:H
EE005SHM—T <rr005 malntenance f.oh.h ci:M ci:M
egPri-s <srPriority 7.7 ePri—-s: ePri—-s:H
eePri-r <rrPriority .57 ePri—r: ePri—r:H
eelllsc—5 <s:Reason for discard ] M M
eelllsc—r <rrReason for discard ] M M
eelata-s <s5:Data .98 M M
eellata-r <r:llata KL M [T
egllnsups Are received PDUs containing B.21 M M
parameters selecting unsup-
pocted Type 2 functions dis-
carded ?
eelfnsup3 Are parameters selecting nn- f.21 M M
supported Type 3 functions ig-
nored *

Table E-6 End Systems - Supported Error Report (ER) Parameters.

Note:

cl:

C2:

eQOSM-s OR eCong-s

eQOSM-r OR eCong-r

Defintion of conditional status entries:




Item Parameter Reference IS0 HAS
(IS0/IEC sStatus Supports
3473-1:1994)
e1HLFI-5 |«<s:Inactive network layer ol IAS—5:H IAS—-5:H
protocol identifier
elHLPI-r |«r:Inactive network laver 7.8.2 IAS-I:M IAS-1T:M
protocol identifier
eilata-s |«<s:Data T.8.3 IAS-5:H IAs-5:H
ellata—r |<C:Data ] IAZ-C:H IAZ-C:H
Table E-7 Inactive Network Layer Protocol PDU Parameters.
Item Parameter Reference IS0 HAS
(IS0/IEC Status Supports
8473-1-1994)
eFXFt—-5 <5: Flxed part T M M
eFxPt—-r <r: Fixed part 7.2 M M
eqAddr—-s 25r Addresses I M M
eqAddr-r 2rr Addresses 7.3 M M
[TEEL <5r Segmentatlon part 7. £} M
egSeq—r <rr» Segmentation part 7.4 M M
eqPadd-s <5: FPadding TR ePadd— ePadd-s:M
s:HM
eqPadd-r <r0r Faddlng TR £} M
eqSecn—-s <5r Security 7.8.3 eSECn— eSECU—5:M
s: M
EQSECu—T <rr» Security 7.5.3 eSecu— eSecu—r:H
r:H
eJCRE-5 <5x Complete rCoute recording 7.k eCERE-s:M [eCER-s:H
eJCRR-L <rr Complete route recording 7.8.5 eCRR—L:M |eCER—I:H
eFER—5 <5» Partial route recording KL eFEE—5:M |eFER—-5:H
eFER—T <r» Partial route recording KL eFEE—rC:M |eFPRER-r:H
eLSR—5 <5» Complete source routeing 7.5.4 et3E—5:M |eCSE—-s5:H
eFER—5 <5r» Partial source rountelng b4 ePSE—5:H |eFSE—-s5:H
egO05H-5 <5» 005 malntenance 7008 cl:H cl:H
eqO0sH-—r <0x 005 maintenance 7.5.8 cd:M cZ:H
eqFri—s <5» Priority R eFri—s:M |eFri-s:H
eqFri—r <r» Priority R eFri—r:M |eFri-r:H
egqhata-s <5» Data 7.8 M M
egqllata—r <rr» Data L] 2] 2]
egqlnsup2 Are recelived PDUs containing Ao 21 M M
parameters selecting unsup-
ported Type & functions dis-
carded and where appropriate
an Error Beport PDVU generated
?
eqUnsups Are parameters selecting un- B.21 M M
supported Type 3 functions ig-
nored ?

Table E-8 End Systems - Echo Request (ERQ) Parameters.




Note: Definition of conditional status entries:
cl: eQOSM-s OR eCong-s

c2: eQOSM-r OR eCong-r

Item Parameter Reference IS0 HAS
(ISO/IEC £473 Status Supports
1-19494)
enFxXFPL—-5 <s:Fixed part TE 2] M
epFxPL—T <r»Fixed part 7.2 M M
epAddr-s <srAddresses 7.3 2] 2]
epAddr-r srrAddresses 7.3 M M
EE S <5 rSefmentatlon pPAart FE M M
epSeq—r <rrfegmentation part 7.4 it i
Eprani-s LsrPAding 7.RE eFado— gFadi-s
s: M
epFadd-r <rrPaddlng TR £} M
epSecn-s <s5rSecurity 7.8.3 eSECn— eSECU—5:M
s: M
EpSECU—T <rrfecurity 7.5.3 eSecu— eSecu—r:H
L
epCRE-3 ssrComplete route recordlng 7.8k eCRE—s:M [eCER-s:H
epCRE-T srxtomplete route recording 7.8.5 ePCRR— ePCRE-I:M
r:H
epPRE-5 ssrPartial route recorcding 7.8.5 eFPEE—5:M |ePER—5:H
epPRE-T crrPartial route recorcdlng TRk eFPPE—-LC:M [ePFRE-I:M
epLSE-s ss:xfomplete source routeing 7.8.4 BLSE:M elSE: M
epFSE-5 <srPartial sorfuce routelng 7.4 eFSE:H eFSE: M
epO0sH—s <5:008 malntenance TR cl:H cl:H
epOOsSH—T <r»005% maintenance 7.5.8 c2:H c2:H
epPri-s L5:Priority TR ePri-s:M [ePri-s:M
epPri-r SCFPriority TR ePri-r:M [ePri-r:M
epData—s <5:Data 7.k M M
ephata-r srxhata Tk M M
eplUnsups Are received PDUs containing B.21 M M
parameters selecting unsup-
pocted Type 2 functions dis-
carded and where appropriate
an Error Report FDVU generated
e
epUnsnpi Are parameters selecting un- B.21 M M
supported Type 3 functions ig-
nored?

Table E-9 End Systems - Echo Reply (ERP) Parameters.

Note: Definition of conditional status entries:

cl: eQOSM-s OR eCong-s



c2: eQOSM-r OR eCong-r

Item Timer Eeference Yalues IS0 HLE ¥Yalues
[ISO/IEC Status |Supporis |Supported
[ e e | A A
LT T e B N
AT =T o o= T o= wmomomogmom oo ) ET] LT ol o b [T}
CLALLOCOD - Loasaxiy Ly LAie L o.u [ [}
<= received derived
FOVU lifetime
ELEASL LN |REASSEMDLY TiMEL K] Sllms «= life-
To Lime
127 Fs

Table E-10 End Systems - Timers.

T4 am ol o
4 i LLavn

Beferenc HELD H
(ISO/TEC Status Supports
§473-1-1994)
1PDUL PO composltlon b1 ] M
iPDUD POV decompoasition [ M M
1HFA Header Iormat analysis b3 M M
iPDUL <5»POU lifetime con- b4 M M
trol
iRount Route PDV [ 2] 2]
iForw Forward PDU ] M M
18eqin Segment FDU I 1DERE:H 1DERE:H
1Eeas Beassemble PDU b b 1Ersp:H 1Ersp:H
ibhisc Discard FDU [ ] [0} [0}
1Erep ECfror reportlng ] £} £}
iEdec E<s:Heading error B.11 M M
detection
isecu <s5r5ecurity B.13 0
1CEE ssrhomplete route re- b1k 0 0
cording
1FERE <s:Partial rconte re- b1k i i
cording
1CER Complete source route- b, 14 0 0
ing
iFPEE Partial source route- 6.14 0 0
ing
irri <s5xPriority .17 i E
inosw 25:00% maintenance 6. 1s 0 M
icong <srlongestlon nobtifi- b 1d i 1]
cation
1Fadd ssrPaddling b.1d M M
iEreqg Echo regquest ] i i]
1ELsp Echo response b2l 0 1]
18egs Create segments small- b b 0 1]
er than mnecessary




Simultaneouns support
of subnetworks with
i ee ok o areoaeed ok
LilLLlEeLeIlL oM—UsBlualad
sizes

(2]
=1

L]

(=]

Table E-11 Intermediate System - Supported Functions.

Item HPDV Beference 150 HAS
(ISO/IEC statis SUpporLs
§473=1-1294}
[InT-T DT(Iull proto- T H H
colytransmit
inT-r OT{full prtocal)re- 7.7 M M
e Lwve
iDTR:E-t DT {non—-segment- 7.7 B B
ingiytransmit
IDTRZ-T OIT{non—segmnentingyce- 7 2] 2]
ceive
1ER-T ER transmilt L] M M
1ER-I ER recelive 7.4 H H
1ERO-T ERO0 Transmit EEN] 1Ereq: M 1Ereq: M
1ERO-T ERO0 recelve EEN] 1] 1]
iERO-T ERF Transmit 7.11 1Ersp:i 1Ersp:i
1ERF-T ERP recelive $o11 B B
Table E-12 Intermediate System - Supported PDUs.
Item Parameter Reference ISD HAS
(ISO/IEC status sSupports
§473-1-1994)
1dFXFPL—-5 <5:Flxed part R 7] 7]
idFxPt-r srrFixed part T2 2] 2]
1dAddr-s <5 rAddresses G [Z] [Z]
idaddr-r srrAddresses 7.3 [0} [0}
1d5eq—s <srfegmentatlon part i M M
idseg-r <rrSegmentation part 7.4 M M
1dFPadd-s ssrPaddlng TR 2] 2]
1dFadd-r srrPaddling TR 2] 2]
idsecn-s <sr5ecurLity 7.8.3 ifecu:H ifecu:H
ldsecn—r SCFSECULL1LY EE lsecu:H lsecu:H
i1dCRER-5 <grxLomplete route re- 7.8.5 ICRE:HM ICRE:HM
cording




ideRE-T srxtomplete route re- 7.8.5 iCRE:M iCRE:M
cording
i1dPRE-s <srPartial rcounte re- 7.8.5 M M
cording
1dPRE-T <rrPartial ronte re- TRk 1FEE:M 1FEE:M
cording
1dCSE-5 <srLomplete source T.h4 1CSE:M 1CSE:M
conteing
1dCER—T <rriomplete source b4 1SR M 1SR M
ronteing
idPSE-= zs:Partial source 7.8.4 M M
ronteing
idFPSE-r srrfartial source 7.R.4 iFSE:M iFSE:M
ronteing
idoosM-s <5:008 maintenance 7.5.8 M H
1d005H-1 <0005 malntenance TR R cl:H cl:H
idPri-= <srPriority TRELT M M
1dPri-r¢ <rrPriority TR T iFri:M iFri:M
ldData-s <s:Data 7k M M
idDhata-r <rrhata 7.8 M M
1dUnsnpé Arfe recelved PIDUs con- b.dl 2] 2]
taining parameters se-
lecting unsupported
Type 2 functions dis-
carded and where ap-
propriate an Error Ee-
port POV generatedr?
idunzupi Are parameters select- B, 21 M B
ing uwnsupported Type 3
functions ignoreds?
Table E-13 Intermediate System - Supported Data (DT) Parameters.
Note: Definition of conditional status entry:
cl: 1iQOSM OR iCong
Item Parameter Beference IS0 HAS
(IS0/IEC Status Supports
8473-1-1994)
1eFXFt-= <5:Filxed part T M M
ieFxPt-r <r:Fixed part 7.2 M M
lefAddr-s cs:xfddresses I M M
iepddr-r srrxAddresses 7.3 M M
1eFadd-s csrPaddlng TR £} £}




iePadd-r srxPadding 782 M M
1eSecn-s <S5rSECUL1LY TR l18ecu:H l18ecu:H
leSecn-r <CrSECUL1Ly TR l18ecu:H l18ecu:H
ieCRE-5 <sxLomplete route re- 7.8, iICEER:M iICEER:M
cording
1eCER—T <rrtomplete romnte re- KL 1CRE: M 1CRE: M
cording
1ePER-5 <s:Fartial route re- fohh M M
cording
iePRR-I <rrFartial route re- 7.5.5 iFRE:H iFRE:H
cording
ieCSR-= <sxComplete source 7.R.4 ieCSE:M ieCSE:M
ronteing
1eCSE-T sr:Lomplete source T.h.4 leCSE:M leCSE:M
routeing
12PSR-3 t3:Partial sourcs f.o5.4 ] ]
conteing
1ePSE-T srrPartial source TR 1FSE:M 1FSE:M
ronteing
ieqnsH-s <5:005% maintenance T.h.B M M
ie00SM-r <rx005 maintenance 7.5.6 cl:H cl:H
1ePri-s L5:Priority TR M M
1ePri-r SCFPriority TR 1Fri:M 1Fri:M
ieDisc-s <s:Reason for discard 7.9.5 M M
leDllsc—r <rrReason for discard ] M M
ieData-s <5:Data T.9.8 M M
ieData-r zr:Data 7.89.46 M M
l1elfnsnups Are recelved PIDUs Con- b.2] M M
taining parameters se-
lecting unsupported
Twpe 2 functions dis-
cardeds
lelnsups Afe parameters select- b1 M [T
ing Type 3 functions
ignoreds
Table E-14 Intermediate System - Supported Echo Report (ER)
Parameters.
Note: Definition of conditional status entry:

cl:

iQOSM OR iCong




Item Parameter Reference IS0 HLRS
(IS0/IEC sStatus Supports
§473-1-1994)
1gFXF -5 <s5:Flxed part S M M
igFxPt-r <rrFixed part 7.2 M M
1gAddc-s <srAddresses ] 2] 2]
igAddr-r <rrAddresses 7.3 M M
1gSeg—s s:Segmentatlon part ! M M
igseg-r <rrSeqmentation part 7.4 M M
1Fadd-s isrPadding T.RLE [Z] [Z]
1Fadd-t srrPadding T.RLE [Z] [Z]
igsecu-s isr5ecurity 7.8.3 isecu:H isecu:H
1g5ecu—r SLrRECULLILR ] l5ecu:H l5ecu:H
1gCEERE—5 <srlomplete rounte re- 7.8.5 1CRE: M 1CRE: M
cording
igCtRR-IT <rrtomplete rounte re- 7.5 itRE: M itRE: M
cording
i1gFRE-5 <sxPartial rounte 7.8, iFEE:M iFEE:M
conteing
1qFERE—T <rrFartial route KL 1FRE: M 1FRE: M
ronteing
1gCSE-= cs:xComplete source T4 ICSER:M ICSER:M
ronteing
1QCSE-T srrComplete source T.hd 1CSE:HM 1CSE:HM
ronteing
1gP3ER-5 <srFartial source 7.5.4 M M
ronteing
igPSE-T srrPartial source 7.8.4 iPSE:M iPSE:M
I EL RS <5:008 malntenance TR £} 5
1g00sH-o <Cx008 malntenance TR cl:H cl:H
igPFri-s <sr*Priority 7.7 M M
1qFri-r SCXPL1ority TR 1Fri:M 1Fri:M
ighata-s <s5:Data 7.8 M M
ighata-r zr:Data 7.k M M
1gUnsnps Arfe recelved PIDUs cCon- b2l £} £}
taining parameters se-
lecting unsupported
Type & functions dis-
carded and where ap-
propriate an Error ERe-
poct POV generated?
igunsupl Are parameters select- b.21 M M
ing uwnsupported Type 3
functions ignored?
Table E-15 Intermediate System - Supported Echo Request (ERQ)

Parameters




Note: Definition of conditional status entry:

cl: IQOSM OR iCong

Item Farameter Beference IS0 MRS
(ISO/I1EC Status Supports
8473-1-15%4;

IpFXF -3 t5:Fiked Part S ] ]

ipFxFt-r <rxFixed part 7.2 M M

1pAddr-s <srAddresses I £} £}

ipArddr-r <rrAddresses 1.3 [0} [0}

1pSeq—s “5r5efmentatlon part R 7] 7]

ipSeg-r srxSegmentation part 7.4 M M

1pFadd-s csrPaddlng TR £} £}

1pFadd-t <rrFadding b d I} I}

ipsecu-s <srSecurity 7.8.3 ifecu:H ifecu:H

1pSecu—r LLr3ECULLILY d.oh. 3 15ecu:H 15ecu:H
ipCRE-s <Srxtomplete route re- 7.8.5 ICEE:M ICEE:M
cording

i1gCRR-IL srrComplete route re- 1cRER:HM 1cRER:HM

cording

ipPRE-= <s5:Partial rounte re- M M

cording

1pFRE-T srrFartial route re- 1FEER: M 1FEER: M

cording

1pCER—5 <srlomplete source 1E5E: M 1E5E: M

ronteing

1pCSE-T <srxComplete source 1CSR:HM 1CSR:HM

ronteing

ipFSkR-=5 <grPartial source M M

ronteing

ipPSER-I srrPartial source iFSE:HM iFSE:HM

ronteing

ipoosM-s 25:008 maintenance 7.8.08 M M

1pO00sSH-r <0008 malntenance F-L] cl:M cl:M

ipPri-s <s:Priority 7.7 M M

1pFri-r <CrXPL1ority TR 1Fri:M 1Fri:M

1pData-s <s:hata Y.k £} £}




iphata-r zr:Data 7. M
1pUnsnps Arfe recelved PIDUs cCon- b2l £}
taining parameters se-
lecting unsupported
Type & functions dis-
carded and where ap-
propriate an Error ERe-
poct POV generated?
ipunsupl Are parameters select- b.21 M
ing uwnsupported Type 3
functions ignored?
Table E-16 Intermediate System - Supported Echo Reply (ERP)
Parameters.
Note: Definition of conditional status entry:
IQOSM OR iCong
Item Timer Reference IS0 Values HAS
(ISD/IEC Status Supports
§473-1:1994)
1L1fEeas Is reassembly b.H 1Reas:M 1Reas:M
timer <= receiwed
derived PDVU life-
Lime?
ILEasLim |REasSemnbly Timer b.H Rillms
ta
127 .5s
Table E-17 Intermediate System - Supported Timer and Parameter

Values.




APPENDIX F

Profile Requirements List (PRL)
ISO 8473-2 Protocol for providing the connectionless-mode network service

When ISO 8802-2 is used as a subnetwork to support NAS service, the following PRLs
shall apply.

Item Function Beference ISD HAS
(IS0/IEC 8473~ status supports
2:1994)

SoULSRUD |Is subnetwork Wser Data of at |5.& 3] 2]

least B12 octets transferrced
transparently by the SHDCF?

S SHTD |Is Transit Delay deLecmined o2 M M
by the SRDCF prior to the
processing of user datas

Table F-1 Subnetwork Dependent Convergence Functions SNDCF For Use
With
ISO/IEC 8802 Subnetworks - Functions.

Item pependency Reference 150
(IS0/IEC Reguirement
§d473-2-1994)

Solissg— crrMaximum SH data unit size (RBxy [b.2Z »= B1d

T

Se0Zssg— <srMaximum SR data unit size (Tx) |&5.2 »= B1Z

t

Table F-2 Subnetwork Dependent Convergence Functions SNDCF For Use

With

ISO/IEC 8802 Subnetworks - Multilayer Dependencies

Note:

ANNEX A (PICS Proforma) of ISO 8473-2:1994 can be referenced for

additional information.



	DEPARTMENT OF TRANSPORTATION
	Federal Aviation Administration
	Standard
	NATIONAL AIRSPACE SYSTEM (NAS)
	OPEN SYSTEM ARCHITECTURE AND PROTOCOLS

	FAA-STD-039 Rev B - Table of Contents.pdf
	FOREWORD
	TABLE OF CONTENTS
	Apppendices
	List of Figures


	FAA-STD-039 Rev B - Appendix A.pdf
	APPENDIX A

	FAA-STD-039 Rev B - Appendix B.pdf
	APPENDIX B

	FAA-STD-039 Rev B - Appendix C.pdf
	APPENDIX C

	FAA-STD-039 Rev B - Appendix D.pdf
	APPENDIX D

	FAA-STD-039 Rev B - Appendix E.pdf
	APPENDIX E

	FAA-STD-039 Rev B - Appendix F.pdf
	APPENDIX F


